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September 18, 2018
To the Reader:

This year’s updated Volume 3 of our 2019 TAG Cyber Security Annual is the result of our growing team of expert
researchers working each day — since last year’s report issuance — to identify, update, and maintain an impossibly-
long list of cyber security vendors. I’m proud of the amazing TAG Cyber team for their fine efforts, and I hope their
intense work saves you valuable time, effort, and money in your own source selection research. That’s been our goal
for Volume 3 since Day One: To assist, and to support you — the cyber security professional.

We hesitate to call this a fully-comprehensive work, simply because each day seems to bring several new cyber
security vendors to the market. The moment this document is pushed to our roughly 54 free-download sites in mid-
September of 2018, a dozen great new cyber security companies will have been born. So, we do our best to include
everything we can find. And we keep searching and pushing to include more and more cyber security companies to
our list. We do this for you, every day of every week.

Another great challenge is the day-to-day flurry of mergers, acquisitions, and yes — dissolutions of cyber security
companies that must be tracked. It’s a tricky process, because when two great companies combine, such as
AlienVault and AT&T, the decision must be made whether to keep both as separate entries, or to combine them into
one new one. In the end, it’s a total judgment call. Generally, we try to keep them separate for as long as security
professionals might continue to view them separately. But we don’t always get this right.

People ask me every day if this list is automated and I feel like I’'m apologizing when I say no. We do not crawl
sites, and we do not launch botnets to find companies. We do it the old-fashioned way — with fingers to keyboard,
and with shoe leather to pavement. (We make sure manually, for example, that we are a super-set of the RSA
Conference vendor sponsors.) What this means is that when we list a company, a human being on our staff has
checked to make sure that a real company exists. We get this right — most of the time.

As we announce every year, if you are a cyber security vendor and you are not listed here, then please drop me an
email at eamoroso@tag-cyber.com. I will do my best to set up a brief discussion, and might even blog about you as
well. If you follow me on LinkedIn (Edward Amoroso) or Twitter (@hashtag_cyber), then you are already familiar
with these types of articles and the cadence for their issuance. We also have created hours and hours (and more
hours) of video interviews with cyber luminaries, which you can check out on our TAG Cyber YouTube Channel.

So, welcome to this 2019 TAG Cyber Security Annual — Volume 3. The listings are free as always, so we hope you
save barrels of money by not having to pay external researchers. Most of these fancy industry analyst companies
will charge you a small fortune for this type of information (when they are not too busy throwing darts at some
dumb quadrant). Use the money you save by not paying them, to buy pizza for your team — for the next decade.

Dr. Edward G. Amoroso
Chief Executive Officer, TAG Cyber LLC
Fulton Street on Broadway



PROYRXNSR WNE

= e

12.
13.
14.
15.
16.
17.
18.
19.
20.
21.
22.
23.

24.
25.
26.

27.
28.
29.
30.
31.
32.

33.
34.
35.
36.

37.
38.

39.

ABR-PROM - VAR
Absio - Messaging
Absolute Software -
Endpoint

Acalvio - IDS
Accenture - Consulting
Accellion - Sharing
AccessData - Forensics
AccessIT Group - VAR
Accunet - VAR

ACL - GRC

ACROS Security -
Penetration

ActiveRisk - Consulting
Acumin - Recruiting
Acunetix - Scanning
AdaptiveMobile - Mobile
Ad Novum - Products
Advent IM - Consulting
Adventium Labs - R&D
Aegis Identity - Identity
AEP - Hardware

Agari - Email

Aggeios - Services
AgileBits - Passwords,
Encryption

AhnLab - AV

Ahope - MS, PKI
Airbus Defence/Space -
IA

Akamai - DDOS

Alert Enterprise - GRC
Alert Logic - Cloud
Alertsec - Encryption
AlgoSec - Firewall
Allegro Software -
ICS/IoT

Allgress - GRC
AllThatSoft - MS
AlienVault - Threat
AllClear ID - Cyber
Insurance

Alliant Tech - VAR
Allot Communications -
Monitoring

Allstream - MSS
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66.
67.
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AlphaGuardian -
Infrastructure

Alpine Cyber Solutions -
VAR

Alta Associates -
Recruiting

Altep - Forensics

Alus Outsourcing - VAR
Alvea Services - Services
Aman Info Security -
Consulting

Amazon Web Services -
Cloud

Amgine Securus - Threat,
Forensics

AnchorFree - Browsing
Anodot - Analytics,
Network Monitoring
Anomali - Threat
Anonymizer - Browsing
Anonyome Labs - Fraud,
Leakage Prevention
Antiy Labs - AV

ANX - PCI

Aon - Insurance,
Consulting

APCON - Monitoring
Appdome - Mobile
Apperian - Mobile
AppGuard - Endpoint
Applicure - WAF
Applied Control
Solutions - Consulting,
Training

Applied Magnetics Lab -
Destruct

Applied Risk - ICS/IoT
ApplyLogic - 1A
AppRiver - Email
AppSec Labs -
Applications

Appthority - Mobile
Aqua Security - Cloud
ARAMA TECH - GRC
Arbor Networks - DDOS
Arcon - MSSP
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Arctic Wolf Networks -
SIEM

Area 1 Security - Threat
Argus Cyber Security -
[oT

Armjisoft - DRM
Armor - Cloud

Aruvio - GRC

Arxan - Applications
Ascentor - Consulting
Asgard Group - Wireless
Asgent - Network
Ashton Search Group -
Recruit

Aspect Security - App Sec
ASPG - Mainframe
Assevero - [A

Assure Technical -
Consulting

Assured Information
Security - Training,
Vulnerability Man.
Assuria - SIEM

AssurlIT - Consulting
Astech Consulting -
Consulting

Ataata - Training

A10 Networks - DMZ
A3sec - SIEM

Atlantic Data Forensics -
Forensics

Atomicorp - Endpoint
Atredis Partners -
Consulting

A3Sec - SIEM

atsec - Consulting

AT&T - MSS
Attachmate (now
MicroFocus) - Fraud
Attack Research -
Consulting

Attivo Networks - Threat
Auconet - Endpoint
Audit Square -
Vulnerability

Aujas Networks - GRC
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141.

Aura Information
Security - Consulting
aurionPro - 1AM, GRC
Aurora Information
Security - Consulting
Authentic8 - WAF
Authentify -
Authentication
AuthlLite - Authentication
AuthRocket -
Authentication

Authy - Authentication
AuthO - Identity
Autonomic Software -
Endpoint

Avanan - Cloud

Avast - AV

Avatier - Identity
Avecto - Privilege
AvePoint - GRC
Averon - 2FA

Averail - Mobile

AVeS - Consulting

AV Europe - AV

AVG - AV

Avira - AV

Avnet - Consulting
Awake Security - [ID&P,
INTELLIGENCE
Axiomatics - Access
AxonAl- SA

Axxum Technologies - IT
Security

Axway - GRC

Azorian Cyber Security -
Consulting

BAE Systems - [A
Baffle - Encryption
BalaBit - Firewall
Bambenek Consulting -
Consulting

Bandura - IDPS, NAC
Banff Cyber - Web
Security

Barclay Simpson -
Recruiting
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Barkly - Endpoint
Barracuda Networks -
Firewalls

Bastille - Industrial
Bay Dynamics - GRC
Bayshore Networks -
Industrial

Beachhead - Mobile
Behaviosec -
Authentication
Belkasoft - Forensics
Bell Canada - MSS
Benchmark Exec Search -
Recruiting

Berkeley Varitronics
Systems - Hardware,
Mobile

BETTER - Mobile
BeyondSecurity -
Scanning

BeyondTrust - Privilege
BHC Lab - Consulting
BicDroid - Encryption
BigID - GRC, Cloud
BigPanda - SIEM

Big Switch Networks -
Cloud

Billington CyberSecurity
- Training

BINAR10 - Info Sec
BinarySEC (Now Ingen
Security) - Web Security
BioCatch - Fraud
Prevention

BIOWATCH - 2FA
Biscom - Secure File
Sharing

Bishop Fox - Consulting
Bitcrack - Consulting
BitDefender - AV
Bitglass - Cloud

Bitium - Cloud

Bit9 + Carbon Black -
Endpoint

BitSec - Forensics
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Bitshield Security -
Consulting

BitSight Technologies -
Rating

B12 Technologies -
Authentication

Bivio Networks - Net
Analytics

Blackberry - Mobile
Black Duck Software -
Application

Blackfoot - Consulting
Blackmere Consulting -
Recruiting

BlackRidge Technology-
Cloud

BlackStratus - SIEM
Bloombase - Encryption
BlueCat - NAC
BlueCedar - Mobile
Security

BlueData Software -
Cloud

Blue Lance - GRC
Blueliv - Threat
BlueRISC - Hardware
BlueTalon - Data Security
BlueVoyant - MSS
Bluink - 2FA

BluVector - Attack
Boeing - [A

Boldon James - Messaging
Bomgar - VPN /Secure
Access

Boole Server - Data
Booz Allen Hamilton - IA,
Consulting

BotDoc - Secure File
Sharing

Bouju - Brand
Boxcryptor - Cloud
Bracket Computing -
Cloud

Bradford Networks - NAC
Brainloop - Sharing
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Braintrace - MSS,
Vulnerability

Brandon Becker -
Recruiting
BrandProtect - Brand
Bricata - Attack
Bridgen Group -
Recruiting

Bridgeway Security
Solutions - VAR
BrightPoint Security -
SIEM

Bringa - GRC

Bromium - Endpoint
BSI Cybersecurity -
Email, Training

BT - MSS

Buddha Labs - Cloud
BUFFERZONE - Endpoint
Buguroo - Fraud
Bugcrowd - Bounty
BugSec - Bounty
BullGuard - AV

Burns and McDonnell -
Consulting

BWise (Peter de Verdier
-VP) - GRC

CA Technologies - IT
Security

CACI-1A

Caliber Security Partners
- Consulting

Callsign - 2FA. IAM
Calyptix Security - Net
Security

Capgemini - Consulting
Capita Identity Solutions
- [dentity

Capstone Security - App
Sec

Capsule8 - IDP
Carahsoft - Consulting
Carbon Black - Endpoint
Carve Systems -
Consulting

Catbird - Cloud
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Cato Networks - Network
Caveon - Forensics
Cavirin - Cloud

CBI - Cloud, App Security,
Training, Awareness
CDW - VAR

Celestix - VPN
Cellcrypt - Voice
Cellebrite - Forensics
Cellrox - Mobile

Center for Internet
Security - Compliance
CenterTools - Endpoint
CENTRI - Encryption
Centrify - Identity
Centripetal Networks -
Threat

CenturyLink - MSS
Certes - Application
Certified Security
Solutions - CA/PKI
CertiPath - CA/PKI
Certivox - Encryption,
Authentication

CGI Federal - 1A
Checkmarx - Software
Check Point Software -
Firewall, IDS/IPS
CheckRecipient - Email
Chertoff Group -
Consulting

China Telecom - MSS
Chronicle - Threat
Intelligence

Cigital - Software
CimCor - File

CIPHER - MSS
CipherCloud - Cloud
CipherGraph - VPN
cirosec - Consulting
Cisco Systems - Net
Security

The CISO Group - PCI
Citadel Defense - ICS/IoT
Citrix - Cloud
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CIX Software - App
Security

Clavister - Net Security
Cleafly - Endpoint
Clearswift - Email
Clearwater Compliance -
GRC

Cloak Labs - Encrpytion
Clone - MSS

Cloudera - Cloud
CloudFlare - CDN
CloudLink - Cloud
CloudLock - Cloud
Cloudmark - Email
CloudMask - Cloud
CloudPassage - Cloud
Cloudpath - Mobile
Coalfire - GRC

Cobalt - Bug Bounty
Coblue - Training
CodeDx - Application
Code42 - Endpoint
Code Green Networks -
DLP

Codenomicon -
Penetration

Cofense - Email Security,
Intelligence

Collective Software -
Authentication

Comda - Authentication
Comilion - Sharing
Comodo - CA/PKI
CompliancePoint - GRC
Comsec Consulting -
Consulting

Confer - Threat
Conquest Security - VAR
ContentGuard -
Encryption
ContentKeeper - Gateway
Content Raven - File
Content Security -
Consulting

ContextIS - Consulting
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337.

338.
339.
340.
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Context Relevant (now
Versive, Inc.) - Analytics
Contextual Security
Solutions - Consulting
Continuum GRC - GRC
Contrast Security - App
Sec

ControlPanelGRC, (or
Symmetry) - GRC
ControlScan - MSS
Convercent - GRC

Corax Cyber Security -
Consulting

Corero - DDOS, IDS/IPS
Corelight - Network
Monitoring

Core Security - Cloud
CORISECIO - Encryption
CoroNet - [AM, Anti-
Malware

Correlog - SIEM

Corsa - Network Security
CoSoSys - Endpoint
CounterCraft - Monitoring
CounterTack - Endpoint
Covata - Sharing
Covertix - File

Covisint - [dentity
cPacket Networks -
Monitoring

CriticalStart - Services
Cross Match
Technologies - Biometrics
CrowdStrike - Threat
Crypteia Networks - MSS
Cryptography Research -
Encryption
Cryptomathic -
Encryption, CA/PKI
CryptoMove - Encryption
CryptoNet - Consulting
CryptoSense - Analytics
CryptoTEC AG -
Encryption, CA/PKI
Cryptosoft - Encryption
Cryptzone - Access
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368.

369.
370.

371.
372.

373.
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375.
376.

CSC - Consulting, 1A
CSPi - Monitoring

C3IA - Consulting

Cura Software - GRC
Curtail Security - IDP
CV Cryptovision - CA/PKI
Cyber adAPT - IDP
Cybera - Hosting

Cyber Alpha Security -
Consulting

CyberArk - Privilege
CYBERBIT - Endpoint
CyberCrocodile - Training
Cyber Defense Agency -
Consulting

Cyber Defense Labs -
Consulting
CyberDefenses -
Consulting

Cyber Diligence -
Forensics

Cyber Engineering
Services - Consulting
CyberFlow Analytics -
Analytics

CyberGym - Training
CyberInt - Consulting
Cyberis - Consulting
Cyberlytic - WAS

Cyber Net Force Tech -
Engineering

CyberOWL - Monitoring
CyberPoint International
- Consulting
Cybereason - Threat
CyberRiskPartners -
Insurance

Cybersalus - Consulting
Cyber Search West -
Recruiting

Cyber Security
Recruiters - Recruiting
CyberSN - Recruiting
CyberSponse - Response
Cyber 360 Solutions -
Recruiting
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405.
406.
407.
408.
409.
410.

411.
412.

Cyber Triage - Endpoint
CyberUnited - Insider
CyberVista - Training
CyberX - ICS/Iot
CYBONET - Email
Cybrary - Training
Cybric - Cloud
CYBRScore - Training
_Cyel - IDP, Encryption
Cyfir - Forensics
Cykick Labs - WFP, IDP
Cylance - Endpoint
Cymmetria - Attack
Detection

CynergisTek - Incident
Response

Cynet - Analytics
Cypherix - Encryption
Cyphort - Threat
CYREN - Threat
Cytegic - Risk
Management

Cyxtera - VPN
Damballa - Threat
Daon - Identity

Dark Cubed - GRC, Intel
Dark Light Cyber -
Monitoring
DarkMatter - Consulting
Darktrace - Analytics
Dashlane - P/PM
Datablink -
Authentication

Data Devices Int -
Destruction
DataEndure - GRC,
Consutling

Dataguise - Data
DataLocker - Encryption
Datapipe - VAR

Data Security Inc. -
Destruction

Datashield - MSS
DataSunrise Database
Security - Cloud, App,
Monitoring



413.

414.

415.
416.
417.
418.
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427.
428.
429,
430.
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432.
433.
434.

435.
436.

437.
438.
439.

440.
441.

442,
443.

444,
445.

DataVisor - Monitoring,
Fraud

Day Zero Security -
Services

DBAPPSecurity - Web
DB Networks - Database
Dedrone - Intel

Deep Identity - [dentity
Deep Instinct - Endpoint
Deepnet Security -
Authentication
DeepNines - Network
Deep-Secure - Firewalls
Defence Intelligence -
Threat

Defense Storm - IDP,
Cloud

Definisec - Secure File
Sharing

Déja vu Security -
Consulting

Delfigo - Authentication
Dell - Services

Deloitte - Consulting
Delta ID - Authentication
Delta Risk - Consulting
Delphiis - GRC

Denim Group - Software
Denver Cyber Security -
VAR

DenyAll - WAF

Depth Security -
Consulting

Detectify - Scanning
Deutsche Telekom - MSS
Device Authority -
Embedded

DeviceLock - Endpoint
DFLabs - Incident
Response

DigiCert - CA/PKI
Digital Defense -
Consulting

Digital Guardian - DLP
Digital Resolve - Anti-
Fraud
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450.
451.
452.
453.
454.

455.
456.
457.
458.
459.
460.

461.
462.
463.
464.
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466.

467.

468.
469.

470.
471.
472.

473.
474.
475.
476.
477.

478.
479.

Digital Scepter - Services
Digital Shadows -
Intelligence

Digivera - VAR

Direct Recruiters -
Recruiting

DirectRM - Authentication
Dispersive Tech - Routing
Disrupté6 - Intelligence
Distil - Web

DMX Technologies -
Content

DomainTools - Tools
Dome9 - Cloud
DOSarrest - DDOS
Dragos, Inc. - ICS/IoT
D-Risq - Analytics
DriveLock SE -
Infrastructure, MSS
Druva - Endpoint
Dr.Web - AV

Dtex Systems - Endpoint
D3 Security - Response
Duo Security -
Authentication

DXC Technology - Cloud
Security, Consulting,
ICS/IoT

DynamiCode -
Authentication

eAgency - Mobile

Early Warning -
Authentication
Earthlink - Mobile
East-Tec - Destruction
Eastwind Networks -
Cloud, Incident Response
Easy Solutions - Fraud
Echoworx - Encryption
ECKey - Bluetooth
EclecticlQ - TI
EdgeWave Security -
Email

E8 Security - Analytics
Egon Zehnder -
Recruiting
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492,

493.
494,

495.
496.
497.
498.
499,
500.

501.
502.
503.

504.
505.
506.
507.

508.
5009.
510.
511.
512.
513.
514.

515.

EgoSecure - Encryption
Egress - Data Encryption
802Secure - Wireless
elQ Networks - SIEM
Elastic - Cloud
Elcomsoft - Forensics
Elemental - Policy
ElevenPaths - Products
Elliptic Enterprises -
Bitcoin

Emagined Security -
Consulting

Enailage - Fraud
Prevention, Email, GRC
eMazzanti Technologies -
VAR

Empow Cyber Security -
Monitoring

Emsisoft - AV

Enclave Forensics -
Forensics

Encode - Analytics
Encryptics - Encryption
Endgame - Penetration
Endian - Firewall

Enet 1 Group - ICS
Engility - Information
Assurance

Enigmedia - Voice
enSilo - Threat
Enterprise Risk Mgmt -
Consulting

Entersekt - Consulting
Entrust - Encryption
Enveil - Encryption
ePlus Security -
Infrastructure

ERNW - Consulting
ERPScan - SAP
eSecurity Solutions - VAR
eSentire - Threat

ESET - AV

EventSentry - SIEM
EverCompliant -
Intelligance, Fraud
Evident.io - Cloud

516.
517.
518.
5109.
520.
521.
522.

523.
524.
525.
526.
527.

528.
529.

530.
531.
532.

533.

534.
535.
536.
537.
538.
5309.

540.

541.

542.
543.
544.
545.
546.
547.
548.

549.

550.
551.

Evidian - Identity
EWA-Canada - 1A
Exabeam - SIEM
Exonar - GRC

Exostar - Identity
Experian - Fraud
ExtraHop Networks -
Monitoring

Extreme Networks - [DP
EY - Consulting

Factom - DLP, Encryption
F5 - Cloud

Farsight Security -
Intelligence

Fasoo - Encryption

Fast Orientation -
Response

Fastpath - GRC

Feedzai - Fraud
FEITIAN Technologies -
Authentication

Fhoosh - Encryption,
Password Management
FICO - Threat Intelligence
Fidelis Cybersecurity - 1A
FileOpen - Sharing
FileTrek - Endpoint
FinalCode - Sharing
Fingerprint Cards AB -
2FA

Finjan Holdings - NAC,
Threat Detection, Mobile
Finsphere -
Authentication

Firebind - Compliance
FireCompass - VAR
FireEye - Threat
Fireglass - Data
FireLayers - Cloud
FireMon - Management
First Cyber Security -
Fraud

Fischer International -
Identity

Flashpoint - Threat
Flawcheck - Cloud
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563.
564.
565.
566.
567.
568.
569.
570.
571.
572.

573.
574.
575.
576.
577.

578.
579.
580.
581.
582.
583.
584.
585.
586.
587.
588.
589.
590.
591.

5nine - Cloud
Flowmon - Network
Fluency - SIEM

Focal Point Data Risk -
Pen Testing, PCI
Compliance
Foreground Security -
SOC

Foregenix - PC], Forensics
ForeScout - NAC
ForgeRock - Identity
Fornetix - Data
Encryption

Fortalice - Consulting
Fortego - |1A

Forter - Fraud
Fortinet - Firewall
4Discovery - Forensics
4iQ - UTM

4Secure - Consulting
Forum Systems - Cloud
FraudCracker - Fraud
FRSecure - Consulting
F-Secure - AV

FTI Consulting -
Consulting

Futurex - Encryption
Gajshield - Network
Galaxkey - Encrpytion
Galois - R&D

Garner Products -
Destruction

Garrison - Web Security
gateprotect - UTM
Gazzang - Encryption
GBprotect - MSS

GB & Smith - Application
G Data - AV

Gemalto - Identity
General Dynamics - [A
Genians - NAC
GeoLang - Products
GFI Software - Email
Gigamon - Monitoring
GigaNetworks - VAR
GigaTrust - Encryption

592.
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598.
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603.
604.
605.

606.
607.
608.
609.
610.
611.
612.

613.
614.

615.
616.

617.

618.
619.

620.

Glasswall Solutions -
Encryption
Glimmerglass - Optical
Global Cyber Risk -
Consulting

Global Data Sentinel -
Cloud

Global Digital Forensics -
Forensics

Global Knowledge -
Training

Global Learning Systems
- Training

GlobalScape - Sharing
GlobalSign - CA/PKI
Gluu - Identity

GM Security
Technologies -
Consulting, MSS
GoDaddy - Web Security
Good Harbor - Consulting
Good Technology -
Mobile

Google - Everything
GoSecure - Consulting
GrammaTech - App

The GRC Group - GRC
GRC 20/20 Research -
GRC

Great Bay Software -
Endpoint

Green Hills Software -
ICS/IoT

GreatHorn - Cloud
GreeNet Information
Service - Monitoring
GreenSQL - Database
GreyCastle Security -
Training

Grid32 Security -
Penetration Testing
Ground Labs - Forensics
Groundworks Tech -
Application

GTB Technologies - DLP



621.
622.
623.
624.
625.
626.
627.
628.
629.
630.

631.
632.

633.
634.

635.
636.

637.
638.
639.
640.
641.
642.

643.
644.

645.

646.

647.

Guardian Analytics -
Fraud

Guardian Data
Destruction - Destruction
GuardiCore - Analytics
GuardSquare - Mobile
Guardtime - Integrity
Guidance Software -
Forensics

GuidePoint Security -
VAR

GuidePoint Solutions -
Consulting

GuruCul Solutions -
Threat

The Hacker Academy -
Training

Hacker One - Bounty
Hacking Team -
Penetration

HackLabs - Penetration
Halock Security Labs -
Consulting

Halon - Email
HanSight - UTM, Threat
Intelligence

Happiest Minds
Technologies - ICS/1oT
HardSecure - VAR
Harris - [A

Hawk Network Defense -
Analytics

Haystax Technology -
Intelligence

H-Bar Cyber Solutions -
Consulting

HDIV Security - App
Hedgehog Security -
Penetration

HEAT Software -
Endpoint

Heidrick & Struggles -
Recruiting
HelpSystems -
Infrastructure, PCI,
Consulting, MSS

648.
649.

650.
651.
652.
653.
654.

655.

656.

657.
658.
659.

660.
661.
662.
663.
664.
665.
666.
667.
668.

669.

670.
671.

672.
673.
674.
675.
676.
677.
678.
679.

680.
681.
682.
683.
684.

Herjavec Group - MSS
Heshengda Information
Security - Destruction
Hexadite - Response
HexaTier - App

Hex Security - Consulting
HID Global - Identity
High-Tech Bridge -
Penetration

High Water Advisors -
GRC

Hillstone Networks -
Firewall

Hiperos - Compliance
Hitachi ID - [AM

Hitachi Systems Security
Inc. - MSS

Hitec Labs - GRC

HOB GmbH - Access
HoGo - Document

Hold Security - Forensics
HoloNet Security - [DP
HPE - Products

Huawei - Network
Humming Heads - AV
Huntsman Security UK -
SIEM

Hypersecu Information
Systems - 2FA

Hypori - Mobility

HYPR - Decentralized
Authentication

Hysolate - Endpoint
HyTrust - Cloud

IANS - Training

Iboss - Web

IBM - Products

Icon Labs - Embedded
Idappcon - Attack

ID Control -
Authentication

IDEMIA - 2FA. ICS/IoT
Identacor - Identity
IDentia - Identity
Identiv - Identity

ID Experts - Response



685.
686.
687.

688.
689.
690.

691.
692.
693.

694.
695.

696.

697.
698.
699.
700.
701.
702.
703.
704.
705.
706.
707.
708.
709.
710.

711.
712.

713.
714.
715.
716.
717.
718.
719.
720.
721.

Igloo Security - MSS
IKANOW - Analytics
Ikarus Security Software
-AV

Illumio - Cloud

Illusive - Attack Detection
ImageWare -
Authentication
Impermium - Social
Imperva - Data
Imprivata -
Authentication

Impulse Point - NAC
INCA Internet (nProtect)
-AV

Include Security -
Consulting

Indegy - ICS

Indusface - WAF
Infinigate - VAR
InfoArmor - TI
InfoAssure - Encryption
Infoblox - DNS

Infocyte - Scanning
InfoDefense - GRC
InfoExpress - NAC
Infogressive - Services
InfoGuard - Services
InfoLock - VAR
Informatica - Analytics
Infosec Global -
Encryption

Infosec Inc. - Mainframe
Infosec Institute -
Training

InfoSec Skills - Training
InfoSecure - Consulting
InfoSys - Services
InfoWatch - DLP
Ingenico - Payment
InGuardians - Penetration
Innominate - ICS
Innové - Cloud

Inside Secure -
Embedded

722.

723.
724.
725.
726.

727.
728.
729.

730.
731.
732.
733.
734.
735.
736.
737.

738.

739.
740.
741.
742.
743.
744.
745.

746.
747.
748.

749.
750.
751.
752.
753.
754.

755.
756.

757.
758.

Inspired eLearning -
Training

Intego - AV

IntegriCell - Mobile
InteliSecure - PCI, UTM
Intellect Security -
Consulting- Encryption
IntelleSecure - GRC
Intelligent ID - Endpoint
IntelliGo Networks -
Mobile

InterCrypto - Encryption
InterGuard - Endpoint
Intel McAfee - Products
Intelworks - Intelligence
InterCrypto - Encryption
Interguard - Fraud
Interhack - Consulting
Internet Identity (IID) -
Intelligence
InterNetwork Defense -
Training

Interset - Analytics
InterTrust - Encryption
Intezer - UTM, VM
Intralinks - Sharing
Intrinium - Services
Intrusion - IDS

Invictus International -
Consulting, Training
iTrust - Consulting
I0Active - Consulting
Ionic Security -
Encryption

Iovation - Fraud

IPS - VAR

Ipswitch - Sharing

IPV Security - Consulting
IRM Secure - DLP

Iron Mountain -
Destruction

IronNet - Analytics
IRONSCALES - Threat
Intelligence

IronSDN - SDN

ISARR - Risk



759.

760.
761.

762.

763.

764.
765.
766.
767.
768.
769.
770.
771.
772.
773.

774.
775.
776.
777.

778.
779.

780.

781.
782.

783.
784.

785.
786.
787.
788.
789.
790.
791.
792.

793.

i-Sprint Innovations -
Identity

ITADSecurity - Mobile
ITC Secure Networking -
VAR

ITsec Security Services -
Consulting

IT Security Experts -
Consulting

IT2Trust - VAR

iVanti - IAM

itWatch - Endpoint
iWelcome - Identity
Ixia - Training

Jacadis - Consulting
janusNET - Data

Jask - Analytics

Javelin Networks - NAC
Jericho Systems -
Authentication
JIRANSOFT - Sharing
Joe Security - Endpoint
Jumio - IAM

Juniper Networks -
Network

justASC - Consulting
Kaprica Security -
Scanning

Karamba Security -
ICS/1oT Security
Kaspersky - AV
Kaymera Technologies -
Mobile

KDM Analytics - GRC
Keeper Security -
Passwords

Kenna - VM

Kerio - Sharing

Kernel - MSS
Keypasco - Authentication
KEYW - Consulting
KnowBe4 - Training
Kindus - Consulting
KLC Consulting -
Consulting

KoolSpan - Voice

794.
795.
796.
797.
798.
799.

800.

801.
802.
803.

804.
805.
806.

807.
808.

809.

810.
811.
812.

813.
814.

815.
816.
817.

818.
819.

820.
821.
822.
823.
824.
825.
826.

827.

KoreLogic - Consulting
Kount - Fraud

KPMG - Consulting
Kroll - Consulting
Krypsys - Services

K2 Intelligence -
Intelligence

Kudelski Security -
Recruiting, Consulting
Kyrus - R&D
Lacework - Cloud
Lancera Security -
Penetration

Lancope - Intelligence
Landrian Networks - IR
Larson Security -
Consulting

Lastline - AV
LaunchKey -
Authentication

Layer Seven Security -
Penetration

LBMC - Consulting
Ledger - Infrastructure
Lenzner Group -
Recruiting

Leidos - Cloud
Leviathan Security Group
- Consulting

LIFARS - Forensics
LightCyber - IDS

Light Point Security -
Endpoint

Link11 - DDOS
Linoma Software -
Sharing

Litous - Web

L] Kushner - Recruiting
Lockheed Martin - A
LockPath - GRC
LOGbinder - SIEM
Loggly - SIEM
Logically Secure -
Penetration
LogRhythm - SIEM



828.

829.
830.
831.

832.
833.
834.
835.
836.
837.
838.
839.
840.
841.

842.
843.
844.

845.
846.

847.

848.

849.
850.

851.
852.
853.
854.

855.
856.

857.
858.
859.

860.
861.
862.

LookingGlass Security -
Intelligence

Lookout - Mobile

LSoft - Recovery
Lumension (Heat
Software) - Endpoint
Lumeta - Scanning
Luminate Security - Cloud
Lunarline - SOC

Lynx Software - Cloud
MACH37 - Incubator
Macmon - NAC
Maddrix - Response
MAD Security - VAR
Magal S3 - Services
Magnet Forensics -
Forensics

Malcovery - Email
Malwarebytes - AV
Managed Methods -
Cloud

ManageEngine - Privilege
Mandalorian Security -
Consulting

Manifold Technology -
Encryption

Manta Sec Mgmt. Recruit
- Recruiting

Mantech - Services
Mantix4 - Threat
Intelligence
MarkMonitor - Brand
Marsh - Insurance
Masergy - MSS

Maven Security -
Consulting

McAfee - Everything
McIntyre Associates -
Recruiting

McKinsey - Consulting
MediaPro - Training
The Media Trust
Company - Brand
MEGA - GRC

MegaPath - MSS

Menlo Security - Web

863.
864.
865.
866.

867.
868.

869.
870.
871.
872.
873.

874.
875.
876.
877.
878.
879.

880.
881.

882.
883.
884.
885.
886.

887.
888.
889.
890.

891.
892.
893.

894.

895.
896.
897.
898.
899.

Merlin International - [A
MessageWare - Email
Metacompliance - GRC
MetaFlows - Threat
Intelligence

Metaforic - Software
Meta Intelligence -
Threat Intelligence
MetricStream - GRC
Microsoft - Products
MicroStrategy - Cloud
globals - Email

Minded Security -
Software

MindPoint Security - MSS
Minereye - Encryption
Minerva - Endpoint
MIRACL - 2FA

MIS Institute - Training
Mission Critical Systems
- VAR

Mitek Systems - Cloud
Mitnick Security -
Penetration

Mi-Token - Authentication
MITRE - ]1A

MKA - Consulting
Mobilelron - Mobile
Mobile System 7 -
Endpoint

Mocana - Mobile

Modulo - GRC

Mojo Networks - Wireless
Momentum Security
Recruitment - Recruiting
Monitorapp - DLP
Morphick - Analytics
Morphisec - Analytics,
Threat Intelligence
Mosaic 451 - CA/PK],
Monitoring, Cloud

MSi - IDP

mSIGNIA - Mobile
M.TECH - VAR
MyAppSecurity - Threat
My Digital Shield - Cloud



900.
901.

902.
903.
904.
905.
906.
907.
908.

909.
910.
911.

912.
913.
914.
915.

916.
917.
918.
919.
920.
921.
922.
923.

924.
925.

926.

927.
928.
929.
930.
931.
932.
933.
934.
935.
936.
937.
938.

NagralD - Hardware
Namogoo - Brand
Protection

Napatech - Monitoring
NAVEX Global - GRC
Navixia - Consulting
NCC Group - Penetration
NC4 - Threat

nCrypted Cloud - Cloud
Nehemiah Security -
Endpoint

NetAgent - Network
NetBox Blue - Services
NetFort - Monitoring,
Forensics

NetlIQ - Identity
Netpeas - Cloud
NetPilot - UTM
Netpolean Solutions -
VAR

Netragard - Penetration
NETSHIELD - Network
Netskope - Cloud
Netsparker - Scan
NetSPI - Consulting
Netsurion - MSS
Nettitude - Consulting
Network Intercept -
Internet

Network Kinetix - Fraud
Network Security Group
- VAR

Network Security Sys.
(NSS) Plus - 1A

Netwrix - Cloud
Neustar - Infrastructure
NeuVector - Cloud
Newberry Group - [A
NexDefense - ICS
NextLabs - Access
NEXOR - Sharing
Nexum - Solutions
neXus - [dentity
NexusGuard - DDOS
nGuard - Consulting
NH&A - VAR

939.

940.
941.
942.
943.
944.
945.
946.

947.
948.
949.
950.

951.
952.

953.
954.
955.

956.
957.

958.
959.
960.

961.
962.
963.
964.
965.
966.

967.
968.
969.
970.
971.

972.
973.
974.

Niagara Networks -
Monitoring

Niara - Analytics
Niksun - Network
9Star - SSO

Nisos - Consulting
NJVC-1A

Nokia - Cloud

Nok Nok Labs -
Authentication
Nominum - DNS
NoPassword - IAM
NopSec - Vulnerability
Noragh Analytics -
Analytics

Norse - Intelligence
Northcross Group -
Consulting

Northrop Grumman - [A
Novell - Services
Novetta Solutions -
Analytics

NowSecure - Mobile
Nozomi Networks -
ICS/IoT

NPCore - Network

NQ Mobile - Mobile

NRI SecureTech -
Consulting

NSS Labs - R&D
N-Stalker - Web
NSFOCUS - DDOS

NT OBJECTives - App Sec
nTrepid - Endpoint
NTT Communications -
MSS

NTT Security - Consulting
NuData - Fraud
NuHarbor - Consulting
Nuix - Forensics
NXT-ID - 2FA, ICS /10T,
Mobile

Nyotron - Endpoint
Nuspire - MSS
Oberthur Technologies -
Transactions



975.
976.

977.

978.
979.
980.
981.

982.
983.
984.

985.
986.
987.
988.
989.

990.
991.
992.

993.
994.
995.
996.
997.

998.
999.

1000.

1001.

1002.
1003.

1004.
1005.
1006.
1007.
1008.

ObservelT - Monitoring
Obsidian Analysis -
Consulting

Offensive Security -
Training

Okta - Identity

Omada - Identity
Onapsis - SAP
Oneconsult AG -
Penetration

OnelD - Identity
OneLogin - Identity
OneSecure Technology -
Email

OneTrust - GRC
Onspring - GRC

OPAQ Networks - Cloud
OpenDNS - Network
OpenVPN Technologies -
VPN

OPSWAT - Scanning
Optimal IdM - [dentity
Optimal Risk Mgmt -
Consulting

Optiv - VAR

Oracle - Identity
Orange - MSS

Osirium - [dentity
Outlier Security -
Endpoint

Outpost24 - Vulnerability
Owl Computing Tech -
Sharing

OWL Cybersecurity -
Threat

The Oxman Group -
Security Consulting
PacketSled - Network
PA Consulting -
Consulting

Paladion - Consulting
Palamida - Vulnerability
Palantir - Analytics
Palerra - Cloud

Palo Alto Networks -
Firewalls

1009.
1010.
1011.

1012.
1013.

1014.
1015.
1016.
1017.

1018.
1019.

1020.
1021.

1022.

1023.
1024.

1025.
1026.
1027.
1028.
1029.
1030.
1031.
1032.
1033.
1034.
1035.
1036.
1037.

1038.

Panaseer - Monitoring
Panda - AV
Panopticon Labs -
Gaming

Paraben - Forensics
Parameter Security -
Consulting
PatchAdvisor - Consulting
Patriot - A

PatternEx - Monitoring
Payfone - Mobile,
Password Management
Peach Fuzzer - Testing
Pcysys - Pen Testing,
Monitoring

Penango - Email

Penta Security -
Consulting

Pen Test Partners -
Penetration

Pentura - Consulting
Peraton - Mainframe,
Endpoint

Perception Point - Email,
IDPS

PerfectCloud - Cloud
Performanta - Services
PerimeterX - Web
Security

Pervade Software -
Monitoring

PFP Cybersecurity -
Embedded

Phantom Cyber -
Operations

Phirelight - Consulting
Phish Labs - Consulting
PhishLine - Training
Phishme - Consulting
Phoenix Contact -
ICS/IoT

Phoenix Data Security -
DLP

Picus Security -
Monitoring



1039.

1040.
1041.
1042.

1043.

1044.
1045.
1046.

1047.
1048.

1049.
1050.
1051.
1052.
1053.
1054.

1055.

1056.
1057.
1058.
1059.
1060.

1061.
1062.
1063.
1064.
1065.

1066.
1067.
1068.
1069.
1070.
1071.
1072.
1073.
1074.

Pierce Global Threat -
Intelligence

Pindrop Security - Fraud
Ping Identity - Identity
Pinnacle Placements -
Recruiting

PivotPoint Security -
Consulting

PKWare - Cloud

Plixer - Monitoring
PointSharp -
Authentication
Portcullis - Consulting
Port80 Software - App
Sec

Porticor - Cloud
Portnox - NAC
PortSwigger - App Sec
Pradeo - Mobile
Praetorian - Consulting
Precise Biometrics - 2FA,
ICS/10T Security
Preempt Security -
Monitoring

Prelert - Analytics
Prevalent - Consulting
Prevoty - App Sec
PrimeKey - CA/PKI
Prism Microsystems -
SIEM

Privacera - GRC
Privacyware - App Sec
PrivaKey - Cloud
PrivateCore - Cloud
Private Machines -
CA/PKI

PRIVO - Parental
Privitar - GRC, Cloud
ProactiveRisk - VAR
Proficio - MSS
ProfitStars - Finance
Promisec - Endpoint
Promon - AppSec
Proofpoint - Email
Prosoft Systems -
Response

1075.

1076.

1077.
1078.
1079.
1080.
1081.
1082.
1083.
1084.
1085.
1086.

1087.

1088.

1089.
1090.
1091.
1092.
1093.
1094.

1095.
1096.
1097.
1098.
1099.

1100.

1101.
1102.
1103.
1104.
1105.
1106.
1107.
1108.
1109.
1110.
1111.
1112,

Protected Mobility -
Mobile

Protected Networks -
Access

Protectwise - Cloud
Protegrity - Cloud
Protenus - IDP
Protiviti - Consulting
Provensec - Penetration
Pulse Secure - Mobile
PUNCH - Consulting
PureSight - Parental
PwC - Consulting
Pwnie Express -
Penetration

Qadium - Monitoring,
Endpoint

Qihoo 360 Technology -
AV

QinetiQ - 1A

Qosmos - Monitoring
Qrator Labs - DDOS
Q6 Cyber - MSS

Quad Metrics - GRC
Quadrant Information
Security - Consulting
Qualys - Vulnerability
Quann - MSS, PCI
Quantil - IS

Quarri - Endpoint
Quick Heal Technologies
- Anti-Malware
Quintessence Labs -
Encryption

Quotium - Application
QuoVadis - CA/PKI
Rackspace - Cloud
Radiant Logic - Cloud
Radware - Network
RAND Corporation - R&D
RANE - Analysis
Raonsecure - CA/PKI
Rapid7 - Vulnerability
Raveneye - PCI-DSS
Raytheon - 1A

Raz-Lee - Mainframe



1113.

1114.

1115.

1116.
1117.
1118.
1119.
1120.

1121.

1122,
1123.

1124.
1125.
1126.
1127.
1128.

1129.
1130.
1131.
1132.

1133.
1134.

1135.
1136.

1137.
1138.
1139.
1140.
1141.

1142.
1143.
1144.
1145.
1146.

Razorpoint Security
Technologies - Consulting
Reaction Info Sec -
Consulting

Recorded Future -
Intelligence

Red Canary - Endpoint
Red Lambda - Data
RedLock - GRC

RedOwl - Analytics
Redscan Cyber Security
Ltd. - MSS

RedSeal Networks -
Intelligence

RedSpin - Consulting
Red Tiger Security -
Consulting

Referentia - VAR
ReliaQuest - Consulting
Remediant - IAM
Remotium - Mobile
Renaissance Systems -
Consulting
Reputation.com - Brand
Reservoir Labs - R&D
Resolver - GRC
Respond Software -
Threat Intelligence
ReturnPath - Email
Reversing Labs -
Intelligence

RF Ideas - IAM

Rhino Security Labs -
Consulting

Ridge Global - Consulting
RightsLine - Encryption
RioRey - DDOS

Riscure - Penetration
Risk Based Security -
Consulting

RiskIQ - Advertising
RiskLens - GRC
RiskSense - Vulnerability
RiskVision - GRC

Rivetz - CA/PKI

1147.

1148.
1149.

1150.

1151.

1152.

1153.
1154.
1155.
1156.
1157.

1158.

1159.

1160.
1161.
1162.
1163.
1164.
1165.

1166.

1167.
1168.
1169.
1170.
1171.
1172.
1173.
1174.
1175.

1176.
1177.

1178.
1179.

Rohde & Schwarz
Cybersecurity - Cloud,
Monitoring, Firewall
Rofori - GRC

Rogue Wave Software -
Application

Roka Security -
Consulting

Rook Security -
Consulting

Root Cellar Technologies
- MSS

R9b - Consulting

RSA - GRC

Rsam - GRC

RSM - GRC

Rubicon Labs -
Encryption, Cloud

Russel Reynolds -
Recruiting
SaaSAssurance -
Consulting

Sabat Group - Recruiting
SafeBreach - Penetration
SafeCipher - Consulting
SafeDNS - IS

SafeLogic - Encryption
SafeNet (Gemalto) -
Encryption

SafeGuard Cyber - Cloud,
GRC

SaferZone - DLP
Safestone - Mainframe
Safe-T - Sharing

Sage Data Security - SIEM
SAIC - Insurance

SAI Global - GRC
SailPoint Tech - Identity
SAINT - Vulnerability
Salesforce Identity -
Identity

SaltDNA - Mobile,
Encryption

SaltStack - Infrastructure
sandSecurity - Consulting
Sangfor - Network



1180.
1181.
1182.
1183.
1184.
1185.
1186.
1187.
1188.
1189.
1190.

1191.
1192.
1193.

1194.
1195.
1196.
1197.
1198.
1199.

1200.
1201.
1202.
1203.
1204.
1205.

1206.
1207.

1208.
1209.

1210.
1211.

1212,

1213.
1214.
1215.
1216.

SANS - Training

Sansa Security - ICS/IoT
SAP - Consulting

SAS - Analytics
SAVANTURE - MSS
Saviynt - Cloud

Savvius - Monitoring
SCADAfence - ICS/IoT
SCADAhacker - Training
SDG - GRC

SDS - Encryption, App
Security

Seamoon - Hardware
SecBi - Malware Detection
SecDev Group -
Intelligence

SECDO - Detection
SECFORCE - Penetration
Seclore - GRC

SecludIT - Cloud
Secnology - SIEM
SecondWritr - Threat
Detection

SecPoint - Vulnerability
Secsign - Authentication
Secudrive - USB
SecuGen Corp. - 2FA
Seculert - Cloud
Secunet Security
Networks AG - Encryption
Secunia - Patch

Secure Access
Technologies -
Authentication
SecureAge Tech. - DLP
Secure Anchor -
Consulting

SecureAuth - Identity
Secure Channels -
Encryption

Secure Decisions -
Analytics

Secure Digital Solutions
Secured Touch - 2FA, [IAM
Secure-IC - Embedded
Secure Ideas - Consulting

1217.
1218.
1219.
1220.
1221.
1222,
1223.

1224.
1225.
1226.
1227.
1228.
1229,
1230.
1231.
1232.
1233.
1234.
1235.
1236.
1237.

1238.
1239.

1240.

1241.
1242,

1243.

1244,
1245.

1246.

1247.

1248.

SecureKey - Identity
SecureLink - Access
SecureLlogix - Voice
SecureMySocial - Brand
SecureNation - VAR
Secure Ninja - Training
SecurEnvoy -
Authentication
SecurePush -
Authentication

Secure Recruiting
International - Recruiting
SecureRF - IoT
SecureState - Consulting
SecureStrux - Consulting
SecureWorks - MSS
SecureWorx - Consulting
Securicon - VAR
SecuritiNet - File Sharing
Security Art - Consulting
Security Audit Systems -
Penetration

The Security Awareness
Company - Training
Security Awareness Inc. -
Training

Security Compass -
Application

SecurityDAM - DDOS
Security-Database -
Vulnerability
SecurityHeadhunter -
Recruiting

Security in Motion - VAR
Security Innovation -
Application

Security Management
Partners - Consulting
Security Matters - IDS
Security Mentor -
Training

SecurityMetrics -
Consulting

Security on Demand -
MSS

SecurityOrb - Training



1249,

1250.

1251.

1252.

1253.

1254.
1255.
1256.
1257.
1258.

1259.
1260.
1261.
1262.
1263.
1264.
1265.

1266.
1267.

1268.
1269.
1270.
1271.
1272.

1273.
1274.
1275.
1276.
1277.
1278.
1279.

1280.
1281.
1282.
1283.
1284.

SecurityRecruiter -
Recruiting

Security Risk Solns -
Consulting

Security Scorecard -
Vulnerability
SecurityTracker -
Intelligence

Security University -
Training

Security Weaver - GRC
Securlty - Consulting
Securonix - Intelligence
Securosis - R&D
Secusmart -
Communications
SecuTech - Authentication
SecZetta - Consulting
SendSafely - Sharing
SendThisFile - Sharing
Senetas - Encryption
Sengex - VAR

Senrio - Infrastructure,
ICS/1oT, VM

SenseCy - Intelligence
Sense of Security -
Consulting
SentinelOne - Endpoint
Sentor - IT Security
Sentrix - Web
SentryMetrics - MSS
Sentryo - Monitoring,
Incident Response
SEPPmail - Email
Sequitur Labs - Mobile
Sera-Brynn - PCI-DSS
Sertainty - Encryption
SEWORKS - Cloud
7Safe - Consulting
Shaka Technologies -
Network

Shape Security - Web
Sharktech - DDOS
Shavlik - Patch
ShiftLeft - Cloud

Shift Technology - Fraud

1285.
1286.
1287.
1288.
1289.
1290.
1291.
1292,
1293.
1294.
1295.

1296.

1297.
1298.
1299.

1300.
1301.
1302.

1303.

1304.
1305.

1306.
1307.
1308.
1309.

1310.
1311.
1312.

1313.
1314.
1315.
1316.
1317.
1318.

1319.
1320.
1321.

Siemens - ICS

Siemplify - SIEM

Sift Security - SIEM
SignaCert - Monitoring
Signal Sciences - WAF
Signifyd - Fraud

Silent Circle - Voice
Silobreaker - Intelligence
Silverbull - Recruiting
Simeio - Identity
Singular Security -
Consulting

Sirrix AG Security Tech -
IT Security

SiteLock - Web

6Scan - Web

Skillbridge Security -
Training

SkyBox Security - Threat
Skycure - Mobile
Skyhigh Networks -
Cloud

Skyport Systems -
Trusted Computing
Smoothwall - Firewalls
SMS PASSCODE -
Authentication

Socure - Identity

Soffid - Identity
Software AG - GRC
Software Diversified Svc
- Mainframe

Soha Systems - VPN
SolarWinds - IT Security
Soliton Cyber and
Analytics - Endpoint
Soltra - Intelligence
Solutionary - SIEM
Somansa - DLP
SomerData - Monitoring
Sonatype - Services
Sonavation -
Authentication
SonicWall - Firewall
Soonr - Sharing

Sophos - IT Security



1322.

1323.
1324.
1325.
1326.
1327.

1328.
1329.
1330.
1331.
1332.
1333.
1334.
1335.
1336.
1337.
1338.
1339.
1340.
1341.
1342.

1343.
1344.
1345.
1346.
1347.
1348.
1349.
1350.
1351.
1352.

1353.
1354.

1355.
1356.
1357.

Sotera Defense Solutions
-1A

SOTI - Mobility
Spamhaus - Email
SparkCognition - Cloud
SpectorSoft - Endpoint
Spikes Security -
Endpoint

Spirent - Penetration
Spirion - DLP

Splunk - SIEM

Spohn - Consulting
Spotflux - Internet
SpyCloud - Email, GRC
Spyders - Consulting
Sqrrl - Analytics

CSRA -1A

SS8 - Analytics

SSH - Communications
StackPath - AppSec
StackRox - VM, GRC
Staminus - DDOS
Stanley Reid & Co. -
Recruiting

Starlink - VAR
STEALTHbits - GRC
STEALTH Software -
Sharing

Stickman Consulting -
Consulting

STI Group - Consulting
StillSecure - NAC
Stormpath -
Authentication
Strategic Cyber Solutions
-1A

Stratum Security -
Consulting

StrikeForce Technologies
- Authentication
StrongAuth - Encryption
Stroz Friedberg -
Response

S21sec - Consulting
Sucuri - Web

Sumo Logic - SIEM

1358.
1359.
1360.
1361.
1362.
1363.

1364.
1365.
1366.
1367.
1368.
1369.
1370.
1371.
1372.
1373.

1374.

1375.
1376.
1377.
1378.
1379.
1380.
1381.
1382.
1383.
1384.
1385.

1386.

1387.

1388.

1389.
1390.

1391.
1392.
1393.
1394.
1395.

Sunera - Consulting
Sungard AS - MSS
SUPERAntiSpyware - AV
SurePassID - Identity
Surevine - File Sharing
SurfWatch Labs -
Analytics

Swain Techs - Consulting
Syferlock - Authentication
Synack - Bounty
Syncdog - Mobile

Syndis - Consulting
Synercomm - Consulting
Synopsys - AppSec
Syntegrity - Consulting
Sypris - Consulting
SystemExperts -
Consulting

Swivel Secure -
Authentication

Swimlane - Response
Sword & Shield - MSS
Sylint - Forensics
Symantec - Services
Symosis - Consulting
Syncplicity - File Sharing
Syncurity - Response
Sysnet - PCI-DSS

Sysorex - Mobile
TaaSera - Vulnerability
Tactical Network
Solutions - Forensics
TAG Cyber LLC - Industry
Analysis

Taino Consulting Group -
GRC

Tangible Security -
Consulting

Tanium - Endpoint
Tapestry Technologies -
Consulting, Awareness
TargetProof - Email
Tarlogic - Consulting
TASC - 1A

Tata Group - MSS

TBG Security - Consulting



1396.
1397.
1398.
1399.
1400.
1401.
1402.
1403.
1404.
1405.
1406.
1407.
1408.

1409.
1410.

1411.

1412.

1413.
1414.

1415.
1416.
1417.
1418.

1419.
1420.
1421.

1422,
1423.
1424.
1425.
1426.
1427.

1428.

1429.
1430.

TCS Forensics - Forensics
TDI - Consulting
TeachPrivacy - Training
TechFusion - Forensics
TechDemocracy - Risk
TechGuard Security - 1A
Techlab - VAR

Tech Mahindra - Services
TecSec - Encryption
Telefonica - MSS
TeleSign - Authentication
Telos - 1A

Telesoft Tech Ltd. -
Monitoring

TELUS - MSS

Tempered Networks -
Network

Templar Shield -
Recruiting

Tenable Network
Security - Vulnerability
Tenacity Solutions - [A
TenFour - IT
Infrastructure Utility
TeraDact - Sharing
Teramind - VM
Terbium Labs - Data
Terranova Worldwide
Corp. - Training

Tevora - GRC

Thales - Services

The Sixth Flag -
Mainframe

Thawte - CA/PKI

The Network Inc. - GRC
ThetaRay - Analytics
ThinAir - Endpoint
ThreatBook - Intelligence
ThreatConnect -
Intelligence

Threat Intelligence -
Intelligence
ThreatMetrix - Fraud
ThreatQuotient -
Intelligence

1431.

1432.
1433.
1434.
1435.
1436.

1437.

1438.
1439.
1440.
1441.

1442.
1443.
1444.
1445.

1446.
1447.

1448.
1449.
1450.
1451.

1452.

1453.
1454.
1455.
1456.
1457.
1458.

1459.
1460.
1461.
1462.
1463.
1464.
1465.
1466.

ThreatReady Resources -
Training

Threat Stack - Cloud
ThreatSTOP - Endpoint
ThreatTrack Security -
AV

360 Cyber Secure -
Consulting

360 Security Group -
AppSec

Thycotic - Password
TIBCO - SIEM

Tier-3 Huntsman - SIEM
Tiger Security -
Consulting

Tigera - Cloud

Tinfoil Security - Web
Tiro Security - Consulting
TitanHQ - Firewall, App
Security, Cloud

Titania - GRC

Titan IC Systems -
Embedded Sec

TITUS - Data

Tofino - ICS

Topsec Science - InfoSec
Topgallant Partners -
Consulting

TopSpin Security - Anti-
Malware

Torus Tech - VAR

Total Defense - AV
Towerwall - VAR
TraceSecurity - GRC
Trail of Bits - Penetration
Transmit Security -
Biometrics

TrapX Security - IDS
Trend Micro - AV
Tresys - Sharing
Trineba Tech - Email
Tripwire - Vulnerability
Tri-Secure - Recruiting
Triumfant - Endpoint
Trojan Horse Security -
Consulting



1467.
1468.

1469.
1470.

1471.
1472.

1473.
1474.
1475.

1476.

1477.
1478.
1479.
1480.
1481.

1482.
1483.
1484.
1485.
1486.
1487.
1488.
1489.
1490.
1491.
1492.
1493.
1494.
1495.

1496.

1497.
1498.

1499.
1500.
1501.
1502.

TrulyProtect - Data
TruSec Consulting -
Consulting

Trusona - IAM
TrustedSec (David
Kennedy - Consulting
Trusted Metrics - SIEM
Trusted Knight -
Endpoint

TruSTAR - Threat Sharing
TRUSTe - Data
TrustArc - Privacy
Management

Trustev (TransUnion) -
Fraud

TrustGo - Mobile
TRUSTID - Authentication
Trustifier - OS
Trustlook - Mobile
Trustonic - Trusted
Computing

Trustpipe - Analytics
TrustPort - AV
TrustWave - Consulting
Tufin - Firewall
TwelveDot - Consulting
21CT - Fraud

Twistlock - Cloud

2B Secure - VAR

2FA - Authentication
2Keys - VAR

2-sec - Consulting

UL - PCI

UnboundID - Identity
Unicom Engineering -
Appsec

UnifyID - Identity and
Access Management
Uniken - VPN

United Security
Providers - NAC

Unisys - IT Sec
Untangle - Firewall
Upguard - Infrastructure
Uplevel Security - Cloud

1503.

1504.

1505.

1506.
1507.
1508.
15009.
1510.

1511.

1512.
1513.
1514.
1515.
1516.
1517.
1518.
15109.
1520.
1521.
1522.

1523.

1524.
1525.
1526.
1527.
1528.
1529.
1530.
1531.
1532.
1533.
1534.
1535.
1536.
1537.
1538.
1539.
1540.

Upstream Security -
ICS/10T, Cloud

Urbane Security -
Consulting

US Data Forensics -
Forensics

Utimaco - Monitoring
Vade Secure - Email
Valimail - Email Security
ValueMentor- Consulting
Van Dyke Tech Group -
Consulting

Vanguard Integrity
Professionals - Cloud,
Infrastructure, IAM
Vaporstream - Email
VariQ - Consulting
VArmour - Firewall
Varonis - GRC

Varutra - Consulting
VASCO - Authentication
Vaultive - Encryption
VDOO - ICS/IoT

Vectra Networks - IDS
Venafi - CA/PKI
Vencore Labs - Info
Assurance

VENUS Cybersecurity -
Incubator

VenusTech - Network
Vera - Sharing

Veracity - [IDP

Veracode - App Sec
Veriato - Analytics
Veridium - 2FA

Verint - Communications
Veris Group - Consulting
Verisign - Infra

Verizon - MSS

Verodin - Endpoint

Via Resource - Recruiting
ViaScope - NAC

Vidder - Cloud
VigiTrust - Training
Vigilant Tech Solns - VAR
Vijilan Security - MSS



1541.

1542.
1543.
1544.
1545.

1546.
1547.

1548.
1549.
1550.
1551.
1552.

1553.
1554.

1555.
1556.
1557.
1558.
1559.
1560.
1561.
1562.

1563.
1564.
1565.
1566.
1567.
1568.
1569.
1570.
1571.
1572.
1573.

1574.

1575.

1576.

Virgil Security -
Encryption

Virsec - Application
Vir-Sec - Access

Virtru - Email
VirtualArmour - MSS,
GRC, Cloud

Virtual Forge - SAP
Visible Statement -
Training

Vistronix - Analytics
Vitrium - Document
VivoSecurity - GRC
V-Key - Mobile

VMRay - Cloud, Threat
Intelligence

VMWare - Cloud
Voodoo Security -
Consulting

Vormetric - Encryption
Votiro - Data

vThreat - Penetration
VU Security - Identity
Wallarm - WAF

Wallix - Privilege
Wandera - [DP
Wapack Labs -
Intelligence

Waratek - App Sec
Watchdata - Transaction
Watchful Software - Data
WatchGuard - Network
Waterfall - ICS

Wave Systems - Endpoint
Webroot - Endpoint
Westcon - VAR
Wetstone - Forensics
Wheel Systems - [AM
White Cloud Security -
App Sec

White Hawk Software -
Encryption
whiteCryption -
Encryption

WhiteHat Security -
AppSec

1577.
1578.
1579.
1580.
1581.
1582.
1583.

1584.
1585.
1586.
1587.
1588.
1589.
1590.
1591.
1592.
1593.
1594.
1595.
1596.

1597.

1598.
1599.
1600.

1601.
1602.
1603.

1604.
1605.
1606.
1607.
1608.
1609.
1610.
1611.
1612.
1613.
1614.
1615.
1616.
1617.

Whiteops - Advertising
Whitewood - AppSec
WiActs - Password
Wickr - Messaging
Widepoint - Consulting
WinMagic - Encryption
Winterhawk Consulting -
GRC

Wipro - Consulting
WireX Systems - SIEM
WISeKey - Authentication
Wizlynx Group - IT Sec
WolfSSL - CA/PKI
Wombat - Training
Wontok - Endpoint
WordSecure - Messaging
Workshare - Sharing
WWPass - Authentication
Xapo - Bitcoin
Xceedium - Identity

XM Cyber - Netowrk
Security

X0 Communications -
MSS

X-Ways - Forensics
Xyone - Consulting
Yaana Technologies -
Analytics

Yarix - Consulting

Yaxa - Analytics

Your Internet Defender -
Brand

Yubico - Authentication
Zecurion - DLP

Zenedge - DDOS
ZenMate - VPN

Zentera - Cloud
Zerodium - Bounty
ZeroFOX - Brand
Zecurion - DLP

Zerto - Cloud

Zettaset - Data

Ziften - Endpoint
Zimperium - Mobile
ZingBox - ICS/IoT
ZixCorp - Email



1618. ZRA - Consulting
1619. ZRG Partners - Recruiting
1620. Zscaler - Web



ABR-PROM

(Alpha Version 0.2 — 10/10/18 — No Vendor Approval)

TAG Cyber Controls
VAR Security Solutions, Security Consulting

Brief Overview
ABR-PROM provides value added reseller (VAR) security
solutions and IT outsourcing to customers in Poland.

Headquarters
ABR-PROM

ul. Sw. Ducha 115/117
80-834 Gdansk

Tel: (058) 301 70 55
biuro@abr.com.pl

Executives
Romuald Pestka serves as Owner of ABR-PROM. He served
previously as owner of EKO-INFO and PROM.

History
Founded in 2000 by Romuald Pestka, the company is
headquartered in Poland.

Key Competitors
Optiv

Products and Services

ABR-PROM provides value added reseller (VAR) and IT
outsourcing consulting solutions to customers in Poland since
2000. The company has a relationship with SecPoint, which
offers a range of vulnerability scanner, unified threat management
(UTM) firewall, WiFi password management, and related
information security solutions and products.

Website
https://www.abr.com.pl/

Absio

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Data Encryption, Email Security

Brief Overview

Absio provides a data security solution that allows organizations
and private users to securely store and share email messages and
data externally, while maintaining control of its use.

Headquarters

Absio Corporation

8740 Lucent Boulevard

Suite 101

Highlands Ranch, Colorado 80129
Tel: 720) 836 — 1222

Executives
Rob Kilgore serves as President and Chief Executive Officer of
Absio. He was previously CEO of WealthTouch.

History

Dan Kruger founded Absio in 2009. The small, privately held
company is headquartered in Colorado. Absio received $4.75M in
venture financing in December 2014.

Key Competitors
Voltage, Symantec, McAfee

Products and Services

Absio allows organizations and users to maintain control of how
their data is used, as it is stored and shared externally. Absio’s
data security solution includes two components: Absio Message
and Absio Engine. Users establish service identities on the Absio
network and can request other users to add them to their trusted
contact list. The Absio Engine automatically manages the
cryptography required to ensure privacy in any subsequent
communication. Absio Message is designed to look like a regular
email client and can be deployed for either personal or
organization use. Absio Dispatch is a plug-in secure email
application for Microsoft Outlook.

Absio Message is now called Dispatch.

Website
https://www.absio.com/



Absolute Software

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Endpoint Security, Data Leakage Prevention, GDPR Compliance

Brief Overview
Absolute Software provides persistent endpoint security and
management solutions for computers, portable devices, and data.

Headquarters

Absolute Software

1400-1055 Dunsmuir Street PO Box
49211 Vancouver, British Columbia
V7X 1K8 Canada

Executives

Steve Munford serves as interim CEO of Absolute Software.
Prior to CEO, he served as President of Sophos for North
American and then COO.

History

Absolute Software was founded in 1993 focused on tracking,
management, and securing of mobile computers. The company
became publicly traded on the Toronto Stock Exchange in 2000.
Absolute Software is headquartered in Canada with offices in
Austin, Texas; Reading, UK; and Kuala Lumpur.

Key Acquisitions
LiveTime (2012) — IT Help Desk
Palisade Systems (2013) — DLP

Key Competitors
Symantec, McAfee

Products and Services
Absolute Software provides a range of endpoint security and
management products that can be grouped as follows:

. Absolute Persistence - Involves patented technology
built into tens of millions of devices at the firmware or
BIOS level to detect and notify users of significant
changes.

. Endpoint Security - Absolute Compliance provides the
ability to persistently track and secure endpoints within
a single, cloud-based console.

. Endpoint Management - Absolute Management allows
for persistent asset management, mobile device
management (MDM), and securing of endpoints from a
console.

. Service Management - Absolute Service is an IT Service
Management (ITSM) solution.

. Theft Management - Computrace Mobile Theft
Management safeguards iPad and iPad mini devices
from loss and theft.

. Absolute LoJack - Software-based theft recovery service
for consumers and home users.

. IT Asset Management - Eliminates Eliminates blind spots
by maintaining uncompromised visibility of all of your
endpoints from the moment they leave the factory to the day
they are decommissioned, on and off your network

Website
https://www.absolute.com/

Acalvio

(Alpha Version 0.2 — 11/05/18 — Vendor Approval)

TAG Cyber Controls
Intrusion Detection, Prevention

Brief Overview

Acalvio uses virtualization to create a deceptive network for
Advanced Threat Detection. Acalvio's patented solution,
ShadowPlex is focused at Timely Detection, High Precision
Detection and Cost Effective Detection.

Headquarters

Acalvio

2520 Mission College Boulevard, Suite 110
Santa Clara, California 95054

Tel: (408) 913 — 6160

Executives
Ram Varadarajan serves as Co-Founder and CEO. Nat Natraj
serves as Co-founder and President.

History

Founded by Ram Varadarajan, Nat Natraj, Raj Gopalakrishna and
Dr Sreenivas Gukal, Acalvio is headquartered in Santa Clara, the
company has presence in India. Acalvio acquired the assets of
Shadow Networks.

Key Competitors
TrapX, Illusive, Cymmetria, Attivo

Products and Services

Shadowplex, is a comprehensive distributed deception platform
built on patented technology seeking to scale, automation, and
authenticity with ease.

Website
https://www.acalvio.com/



Accenture

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Security Consulting, Information Assurance, Managed Security
Services, Research and Development

Brief Overview
Accenture provides global professional services, consulting, and
outsourced services, including cyber security.

Headquarters

Accenture

1345 Avenue of the Americas
New York, New York 10105

Accenture Global Headquarters
Dublin, Ireland

Executives
Pierre Nanterme has served as Chairman and CEO of Accenture
since 2011.

History

Accenture traces its roots to Anderson Consulting. The public
company, which reported roughly $30B in revenue in 2014,
claims to be the largest independent technology services provider,
serving clients in more than 120 countries across 40 industries.

Key Acquisitions

FusionX (2015) — Cyber Risk Management
Cloud Sherpas (2015) — Cloud

Risk Control (2010) — Consulting

Key Competitors
Deloitte, EY

Products and Services

Accenture offers global consulting, professional services, and
outsourced services across multiple industry groups. The business
is categorized into the following groups:

. Communications, Media, and Technology
. Financial Services
. Health and Public Sector

The business is split roughly evenly into consulting and
outsourcing. Cyber security risk management services are offered
via the FusionX acquisition in 2015. Accenture Labs is located in
Northern Virginia, and provides expert cyber security support to
the Accenture team of roughly 2,000 cyber security consultants
located worldwide.

Website
https://www.accenture.com/

Accellion

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Secure File Sharing

Brief Overview
Accellion supports secure cloud-based mobile file sharing and
collaboration for teams and enterprise organizations.

Headquarters

Accellion Corporate Headquarters
1804 Embarcadero Road

Suite 200

Palo Alto, California 94303

Tel: (650) 485 —4300

Executives

Jonathan Yaron serves as CEO, former founder, chairman, and
CEO of Enigma, a service lifecycle management company, for 21
years.

History

Nikhil Jhingan and S Mohan co-founded Accellion in 1999. The
company remains privately held and maintains a technology and
engineering center in Singapore. Baring Private Equity Partners
Asia and Riverwood Capital provided Series C funding. The
company has received $13.41 in total funding through mid-2016.

Key Competitors
HPE Voltage, Mobilelron

Products and Services

Accellion provides a solution for teams and enterprise groups to
securely share files, including mobile across cloud infrastructure.
CISO teams can direct use of the Accellion solution as an
alternative to FTP. Accellion’s flagship next generation mobile
file sharing and collaboration platform offering is called
kiteworks and is available as follows:

. kiteworks for Enterprise - Includes support for mobile
file sharing, mobile collaboration, mobile productivity,
mobile pricing, on-line collaboration, secure file transfer,
file sync, FTP replacement, content connectors, and
enterprise IT and security support.

. kiteworks for Teams - Includes support for teams in
industries such as advertising, architecture, engineering,
construction, consumer products, education, energy,
media and entertainment, financial services,
government, healthcare, legal, pharmaceutical, and
technology.

Website
https://www.accellion.com/



AccessData

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Digital Forensics, Incident Response

Brief Overview
AccessData provides a suite data forensics products and services
for cyber security and related purposes including eDiscovery.

Headquarters
AccessData

588 West 400 South
Suite 350

Lindon, Utah 84042
Tel: (801) 377 — 5410

Executives
Victor Limongelli serves as CEO of AccessData, former CEO of
Guided Software.

History

AccessData was founded in 1987. The company has offices in
Washington, New York, Houston, San Francisco, UK, and
Australia. Broadridge Financial acquired AccessData in 2009.
Sorenson Capital provided funding in 2013. The company
reported $25M in debt financing in 2013.

Key Competitors
Enclave Forensics, Magnet Forensics

Products and Services

AccessData supports eDiscovery and digital forensics for law
enforcement, government, and enterprise customers.
AccessData’s eDiscovery and security forensics products and
services can be grouped as follows:

. Digital Forensics - Includes the Forensic Toolkit (FTK),
Mobile Forensics Examiner Plus (MPE+), AccessData
Lab, SilentRunner Mobile, and related products.

. Litigation Support - Includes AD eDiscovery and related
capabilities.

. Cyber Security - Includes CIRT, SilentRunner Sentinel,
and related enterprise security capabilities.

. InSight Platform - Involves a continuous, automated
incident response platform.

Supporting services are offered in the areas of digital forensics,
litigation support, and incident response. The company also offers
training toward the AccessData Certified Examiner (ACE)
program certification.

Website
https://www.accessdata.com/

AccessIT Group

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
VAR Security Solutions

Brief Overview

AccessIT provides IT security and infrastructure solutions for
customers through VAR partnerships with major technology
providers.

Headquarters

AccesslIT Group — Corporate Office
2000 Valley Forge Circle

Suite 106

King of Prussia, Pennsylvania 19406
Tel: (610) 783 — 5200

Executives
David Hark serves as President & CEO of AccessIT Group.

History

AccessIT Group was founded in 2001 by a group of IT security
professionals. Today, AccessIT Group maintains sales and service
offices in King of Prussia, PA, Mountain Lakes, NJ, New York,
NY, Columbia, MD, and Boston, MA.

Key Competitors
Alpine Security, Conquest Security

Products and Services
AccessIT Group provides value added resale (VAR) of IT
security solutions in the following areas:

Vulnerability assessments
Application security
Wireless services

Threat mapping assessments
Penetration testing

Incident response

Demon dialing

Social engineering

Training services
Compliance audits

AccesslIT Group offers its InspectIT solution, which involves
vulnerability assessment of a range of IP addresses. Technology
partners include F5, McAfee , Check Point, and Blue Coat.

Website
https://www.accessitgroup.com/



Accunet
Acquired by Red River

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
VAR Security Solutions

Brief Overview

Accunet provides a range of value added security solutions to
complement its storage, network, risk, virtualization, and mobility
offerings

Headquarters

Accunet

20 Park Plaza

Boston, Massachusetts 02116

Executives
Alan Dumas serves as Founder and President of Accunet. He was
previously VP of Sales for Vertex.

History

Founded in 1997, the private company is headquartered in New
England with offices in New York, Washington, Atlanta, Miami,
and Los Angeles. In 2016, Red River acquired Accunet Solutions.

Key Competitors
Optiv

Products and Services
Accunet provides a suite of value added security solutions that
can be grouped as follows:

Network and Endpoint Security
Identity and Access Management

Web and Messaging Security

Security and Vulnerability Management
Governance, Risk, and Compliance

Technology partners include Blue Coat, Cisco, F5, McAfee ,
Juniper, Palo Alto Networks, RSA, SafeNet, Tanium, Agiliance,
Attivo, Avecto, FireEye, Fortinet, Symantec, ZixCorp, and many
others.

Website
https://www.accunetsolutions.com/

ACL

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Governance, Risk, and Compliance

Brief Overview

ACL provides products and services focused on governance, risk,
and compliance (GRC), enterprise compliance monitoring, and
data analysis.

Headquarters

ACL Head Office

ACL Services, Ltd.

Suite 1500, 980 Howe Street
Vancouver, BC Canada V6Z 0C8
Tel: (604) 669 — 4225

Executives

Laurie Schultz, CEO and President of ACL, held previous
executive positions with Intuit, Sage North America, KPMG, and
Telus.

History

ACL was founded in 1987 and is headquartered in Vancouver,
Canada. The firm announced Laurie Schultz as its CEO in 2012,
and has begun shifting toward virtual, cloud based services with
its 2011 acquisition of Workpapers.com.

Key Acquisitions
Workpapers.com (2011)

Key Competitors
RSA Archer, MetricStream

Products and Services

ACL provides products and services to security organizations
with GRC and related audit requirements in support of their
mission. ACL offers three product solutions for enterprise
customers:

. GRC - This product includes a framework for managing
GRC data via a reports manager, risk management
component, and other features for visualization and
assessment of GRC data.

. Enterprise Continuous Monitoring - ACL’s Enterprise
Continuous Monitoring (ECM) solution is powered by
ACL Analytics Exchange technology to provide
immediate insights into data via extraction,
visualization, and reporting.

. Data Analysis - This product is designed for risk and
control groups to help find risk breakdown, exceptions,
and control weaknesses.

Website
https://www.acl.com/



ACROS Security

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Penetration Testing, Security Consulting

Brief Overview

ACROS Security is a Slovenian provider of penetration testing
and related information security, application assessment, and
research services.

Headquarters

ACROS, d.o.o.

Makedonska ulica 113
S1-2000 Maribor

Slovenia

Tel: +386 2 3000 280
security@acrosssecurity.com

Executives
Mitja Kolsek serves as CEO and CTO of ACROS Security.

History

ACROS Security is a family owned, self-funded company located
in Slovenia. The company’s Website includes a convenient local
time translation from Slovenia to other parts of the globe.

Key Competitors
Sentor

Products and Services
ACROS Security provides security services in the following
areas:

. ACROS Application Security Analysis
. ACROS Penetration Test
. Security Consulting

ACROS provides its professional services to financial
institutions, software vendors, online service providers,
virtualization solution providers, and other segments.

Website
https://www.acros.si/

Active Risk

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Governance, Risk, and Compliance

Brief Overview

Active Risk is one of the first ERM solution provider to drive
business performance by increasing an organization’s risk-bearing
capacity. Where others turn risk management into an overly
complex task, the Active Risk approach is built on a six-step
process that reduces complexity and builds value.

Headquarters

Active Risk EMEA Headquarters
1 Grenfell Road

Maidenhead

Berks SL6 1HN

United Kingdom

USA Headquarters
13221 Woodland Park Road, Suite 440
Herndon, Virginia 20171

Executives

Nick Scully serves as Chief Operating Officer for Sword Active
Risk. He previously held roles with CA, SAP, and Lawson
Software.

History

Active Risk Manager was originally launched in 2001. The Sword
Group acquired Active Risk in 2013. The company has offices in
USA, UK, and Australia with partnerships in the Middle East.

Key Competitors
EY (Integrc)

Products and Services
Active Risk provides GRC and ERM solutions via its Active Risk
Manager (ARM) software package. ARM includes the following:

ARM Core

ARM Risk Express

ARM Risk Performance Manager
ARM Apps

ARM Risk Connectivity

ARM Unplugged

ARM Integrations

ARM SNAPPit

The platform includes automated alerts, dashboard reporting,
direct and indirect loss management functions, advanced risk
scoring, and risk prioritization support.

Website
https://www.sword-activerisk.com/



Acumin

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Security Recruiting

Brief Overview
Acumin provides executive search and technical recruiting
services for cyber security positions.

Headquarters

Acumin Consulting Ltd.
Octavia House

50 Banner Street
London, EC1Y 8ST

Tel: +44 (0)20 7987 3838

Executives

Simon Hember serves as Founder and Group Business
Development Director

Martin Jerrold serves as non-executive Managing Director of
Acumin.

History

Founded by Simon Hember and Chris Batten in 1998, Acumin is
part of the Red Snapper Group. Acumin is headquartered in the
UK, but has presence in New Jersey. The firm provides search
and also consulting services with emphasis on cyber security.

Key Competitors
Alta Associates, CyberSN

Products and Services

Acumin provides traditional search and recruiting services for
individuals and companies, with focus on cyber security and a
special emphasis on the UK and mainland Europe. The company
supports candidates with interests in new positions as well as
clients with hiring needs. Security focus spans across many
sectors including information security, penetration testing,
governance and compliance, technical security, pubic sector
security, business continuity, sales engineering, sales and
marketing, and executive management.

Website
https://www.acumin.co.uk/

Acunetix

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Vulnerability Management, Web Security

Brief Overview

Acunetix provides a Web security scanner that focuses on
detection of well-known and advanced exploitable vulnerabilities
in Web applications.

Headquarters
Acunetix (UK) 101 Finsbury Pavement Moorgate London EC2A
1IRS UK

Executives
Chris Martin serves as CEO, former general manager at Acunetix.

History

Founded in 2004 by Nick Galea, Acunetix released its first
vulnerability-scanning tool in 2005. The privately held company
has offices in the UK, USA, and Malta.

Key Competitors
Qualys, Sucuri

Products and Services

Acunetix offers a heuristic, non-signature-based, Web
Vulnerability Scanner (WVS) for identifying exploitable
vulnerabilities in Web applications. WVS is based on the
AcuSensor Technology from Acunetix that detects well-known
and advanced exploitable vulnerabilities associated with SQL
injection, cross-site scripting, directory traversal, and other
security problems. The tool includes a plug-in for WordPress,
which is a common target for designers of DDOS botnets.

Website
https://acunetix.com/



AdaptiveMobile

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Mobile Security

Brief Overview
AdaptiveMobile provides carrier-grade mobile security threat
detection, security intelligence, and security suite tools.

Headquarters

AdaptiveMobile Corporate Headquarters
Ferry House,

48-52 Lower Mount Street

Dublin 2

Ireland

Tel: +353 (1) 524 9000

Executives

Brian Collins, CEO of AdaptiveMobile since 2009, held previous
positions with Telenor International, Pacific Bell, Etisalat, and
Google.

History

AdaptiveMobile was founded by Brendan Dillon and Gareth
MacLachan in 2003 and is headquartered in Dublin with regional
support in the US, Canada, Czech Republic, India, and the UAE.
Funding has been provides via $5.7M of Series A support from
Enterprise Ireland and Intel Capital, as well as $14M of Series B
support from Doughty Hanson Technology Ventures, Intel
Capital, and Noor Financial Investment.

Key Competitors
Lookout, Pulse Secure

Products and Services

AdaptiveMobile offers a suite of mobile security solutions for
both in-network and cloud use by enterprise customers and
individuals in the following areas:

Advanced Threat Detection
Dark Data Forensics
Actionable Intelligence
Messaging Security

Web Protection

Traffic Retention
Regulatory Compliance
WiFi Controls

Mobile Security Management
Parental Controls
Embedded Controls

AdaptiveMobile launched its Enterprise Mobile Security
Management suite in 2014 focused on providing operators with
the ability to offer mobile security services to their customers.
The company claims that its products are use to protect over one
billion consumer and enterprise customers worldwide.

Website
https://www.adaptivemobile.com/

Ad Novum

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Web Application Firewall, Security Consulting, Cyber Security

Brief Overview

Ad Novum provides security engineering and development
services, as well as offering security products such as the Nevis
reverse proxy and WAF.

Headquarters

Ad Novum Informatik AG
Roentgenstrasse 22

8005 Zurich

Tel: +41 44272 61 11

Executives
Chris Tanner serves as CEO of Ad Novum, beginning in 1995 —
with a brief period of exception from 2004 to 2008.

History

Founded in 1988 and headquartered in Zurich, the company has
grown to 600 employees spread across Zurich, Bern, Lausanne,
Budapest, Lisbon, Ho Chi Minh City, and Singapore.

Key Competitors
Imperva, Barracuda

Products and Services

Ad Novum provides security services in the areas of security
engineering, identity and access management, security
infrastructure and architecture, secure enterprise content
management, and single sign-on (SSO). Security products include
the following:

. Nevis Security Suite - Includes authentication, reverse
proxy and WAF, identity management, and reporting
service

. EBPP Validator Proxy - Checks content from billing
companies for potentially dangerous content

. Security Stack for SAP - Protects the communication
chain in end-to-end security for SAP.

The company has a deep commitment to writing the finest
software, so while not specifically focused on cyber security, the
tools developed at AdNovum are high quality in terms of software
design and code.

Website
https://www.adnovum.com/



Advent IM

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Security Consulting, Security Training

Brief Overview

Advent IM provides knowledge-based holistic information and
physical security consulting and training services for enterprise
customers in the UK.

Headquarters

Advent IM Headquarters
5 Coombs Wood Court
Steel Park Road
Halesowen

West Midlands

United Kingdom

B62 8BF

Tel: +44 0121 559 6699

Executives

Mike Gillespie, managing director at Advent IM, serves as a
member of the Centre for Strategic Cyberspace + Security
Science (CSCSS) Select Intelligence Committee on Cyber
Intelligence.

History
Advent IM is a private limited company headquartered in the UK
and founded in 2002.

Key Competitors
Kindus Solutions, Hedgehog Security

Products and Services
Advent IM offers a range of consulting services in the following
areas:

Information Security

CLAS (CESG Listed Advisor Scheme) Consultancy
Data Protection

PCI Consultancy

MySecurity Manager

Business Continuity

Physical Security

G-Cloud Procurement

Advent School Security Cyber Essentials Consulting

The company offers several public and private courses on
security, including one located at the company’s local training
facilities in the Midlands in the UK.

Website
https://www.advent-im.com.uk/

Adventium Labs

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Security R&D

Brief Overview
Adventium solves hard problems in cyber security research and
development (R&D) with emphasis on automated reasoning.

Headquarters

Adventium Labs

111 Third Avenue South

Suite 100

Minneapolis, Minnesota 55401
Tel: (612) 843 — 4445

Executives

Kyle Nelson, Co-Owner and Chief Executive Officer of
Adventium Labs, previously spent fourteen years at Honeywell’s
corporate research laboratories.

History
Brian Isle founded Adventium Labs in 2002. The privately held
company is headquartered in Minneapolis.

Key Competitors
SRI International, TaaSera

Products and Services

Adventium Labs solves the hardest research and development
problems in cyber security, system engineering, and automated
reasoning. Adventium Labs is involved in a range of research and
development projects focused on resource optimization,
interactive neuroscience education, intelligent routing based on
experience, satellite fault tolerant hypervisors, and other high tech
projects. Adventium Labs products and services include the
following:

CARINAE - Scalable Cyber Defense Analysis

DRED - Detection and Response Embedded Device

EVALFASTER - Efficient Vulnerability Assessments

FUSED - Formal United System Engineering

Development Language

. MiCART - Mixed Criticality, Real-Time Virtualization
Support

. VCD-IA - Virtual Cyber Defense Introspection Appliance

. XEBHRA - Virtualized Multi-Domain Information

Sharing

Website
https://www.adventiumlabs.com/



Aegis Identity

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Identity and Access Management

Brief Overview

Aegis Identity, now merged with Code Rebel, provides identity
and access management solutions focused on the needs of the
education marketplace.

Headquarters

Aegis Identity

750 West Hampden Avenue, #410
Englewood, Colorado 80110-2167
Tel: (303) 222 — 1060

Executives
Bob Lamvik, Co-founder and CEO of Aegis Identity, is a former
Sun Microsystems executive.

History

Founded in 2011, the company was created to focus on the needs
of education and is headquartered in Colorado. Aegis Identity
Software merged with Code Rebel in March 2016.

Key Competitors
Fischer

Products and Services

The company provides two main identity management products,
TridentHE and TridentK 12, which focus on the needs of the
education marketplace. The products are open-standards
compliant, with the ability to support role-based access
management, automated workflow, delegated administration and
approvals, password management, and reconciliation. The
company also supports open source projects such as Shibboleth.
Shibboleth is a software implements widely used federated
identity standards, principally the OASIS Security Assertion
Markup Language (SAML), to provide a federated single sign-on
and attribute exchange framework. Their EduZone is a platform
of technologies that brings together the Digital Citizenship in
Education.

Website
https://www.aegisidentity.com/

AEP

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Hardware/Embedded Security, Voice Security

Brief Overview

Ultra Electronics AEP provides a range of security products and
hardware security modules (HSMs) for data and voice protection
using encryption and other means.

Headquarters

AEP (Head Office)

Knaves Beech Business Centre
Loudwater

High Wycombe
Buckinghamshire, HP10 9UT
United Kingdom

Tel: +44 (0) 1628 642 600

Ultra Electronics HQ: 419 Bridport Road Greenford Middlesex
UBG6 8UA England
Tel: +44 (0)208 813 4545

Executives
Rakesh Sharma serves as CEO of Ultra Electronics.

History

Ultra Electronics is a mature firm founded in 1920, operating
worldwide, and servicing defense, energy, financial, and other
industries. The company is listed on the London Stock Exchange.
AEP is a specialist business unit within Ultra Electronics.

Key Competitors
SafeNet (Gemalto), Yubico

Products and Services

Ultra Electronic AEP offers a range of products including high
assurance HSMs that are focused on allowing end users to
connect securely to their corporate applications. Ultra Electronic
AEP products can be grouped as follows:

. Ultra Communications - Secure Communications -
Includes a range of multi-purpose platforms for
controlling latency, end-to-end management, and other
functions for voice and data networks.

. Ultra Encrypt - Network Security - Includes a range of
encryption solutions for VPN, OTA re-keying, and other
network functions.

. Ultra Safe - Hardware Security Modules (HSM) -
Involves high assurance HSMs for key generation, key
signing, key storage, and other cryptographic functions.

. Ultra Payments - Payment Solutions - Includes
international payment processing solutions for financial
applications.

Website
http://www.aepworks.com/



Agari

(Alpha Version 0.2 — 07/31/18 — Vendor Approval)

TAG Cyber Controls
Email Security, Brand Protection, Infrastructure Security

Brief Overview

Agari enables businesses, including banks and social media
networks, to secure their enterprise and customers from advanced
email phishing attacks.

Headquarters

Agari

950 Tower Lane

Foster City, California 94404
Tel: (650) 627-7667

Executives

Ravi Khatod assumed the role of CEO of Agari in 2016, after
serving as COO of Bromium.

Pat Peterson, Founder & Executive Chairman of Agari, has an
extensive background in email technology, services and security.
Markus Jakobsson, Chief Scientist of Agari, is a security
researcher with a background in phishing, crimeware and mobile
security, at organizations including PayPal, Xerox PARC and
RSA Security.

History

Pat Peterson, Cisco Fellow, founded Agari in 2009 to secure the
email channel with email security technologies he helped develop
at Cisco as part of the IronPort team. Agari has financial backing
from Alloy Ventures, Battery Ventures, First Round Capital,
Greylock Partners, Norwest Venture Partners and Scale Venture
Partners. Norwest Venture Partners led a $22M Series D round
with Agari in 2016. Agari is headquartered in San Mateo,
California, and has an office in the UK.

Key Competitors
ReturnPath

Products and Services

The Agari Email Trust Platform, deployed extensively by
companies and government agencies, is designed to stop phishing
by identifying the true sender of emails. The Agari proprietary
analytics engine and email telemetry network provide visibility
into more than 10 billion email messages per day across 3 billion
mailboxes. The Agari platform powers Agari Enterprise Protect,
which help organizations protect themselves from advanced spear
phishing attacks, and Agari Customer Protect, which protects
consumers from email attacks that spoof enterprise brands. Agari
is deployed by large companies (i.e., Fortune 1000), as well as the
world’s leading social media networks, to protect their enterprise,
partners and customers from advanced email phishing attacks.
The Agari Enterprise Product allows companies to maintain
secure and effective business communications between
employees, partners, and customers.

Website
https://www.agari.com/

Aggeios

(Alpha Version 0.2 — 10/13/18 — No Vendor Approval)

TAG Cyber Controls
VAR Security Solutions

Brief Overview
Aggeios provides managed IT infrastructure and related VAR
security services to enterprise customers in the Middle East.

Headquarters

Aggeios

PO Box 5697, Safat 13057

2" Floor, AlHouti Tower

Opp.Ahli United Bank, Kuwait City, Kuwait
Tel: +965 22457083

Executives

Bader Al-Hammadi is Managing Partner of Aggeios.

Manoj Chandran, Managing Director and Technical Director of
Aggeios, has worked with various financial institutions in India.

History
Aggeios was established in 2009 and is headquartered in Kuwait
City, Kuwait.

Key Competitors
Optiv

Products and Services

In addition to managed network services and managed data center
capabilities, Aggeios provides the following security services for
customers in the Middle East:

Audit Preparation
Security Audit

CIO Services
Security Consulting
Awareness Training

The company also offers a range of complementary products in
the areas of virtualization, IT security/SIEM, storage, network
monitoring, WAN optimization, and email support.

Website
http://www.aggeios.com.kw/



AgileBits

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Password/Privilege Management, Data Encryption

Brief Overview
AgileBits provides a range of security applications for password
protection and file encryption.

Headquarters

AgileBits

208 Adelaide Street West
Toronto, Ontario
M5HI1W7, Canada

Executives

Jeff Shiner, CEO of AgileBits, was formerly partner and
technology business unit lead at Rosetta, as well as a developer
for IBM Canada.

History

Roustem Karimov and Dave Teare co-founded AgileBits in 2005.
The company is headquartered in Toronto and remains privately
held.

Key Competitors
Authentify, AnchorID

Products and Services

AgileBits creates premier security applications such as 1Password
for many different platforms, with special emphasis on
applications for mobile devices. AgileBits provides two
applications:

. 1Password - Supports storage and sync of passwords on
multiple devices using Dropbox and strong
cryptography. The tool also creates strong, unique
passwords for all of a user’s accounts.

. Vault - Supports creation of encrypted vaults on various
different operating system platforms to protect files.

Website
https://1password.com/

AhnLab

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Anti-Malware Tools

Brief Overview

AhnLab provides anti-virus and related security products for
small, medium, and large enterprise customers, as well as
consumers.

Headquarters

AhnLab Inc.

220, Pangyoyeok-ro, Bundang-gu, Seongnam-si, Gyeonggi-do,
Korea

Tel: +82 31 722 8000

Executives

Hongsun Kim, CEO, holds a Ph. D. in Computer Engineering
from Purdue University and held positions at Samsung
Electronics.

History

Founded in 1995 by Ahn Cheol-Soo, AhnLab is the oldest
computer security firm in South Korea. Since its inception, the
company has grown, now operating globally with enterprise and
consumer customers around the world. The firm has major
operations in Japan, China, and the Netherlands. It trades on the
KOSDAQ exchange.

Key Competitors
Kaspersky, ESET

Products and Services

As South Korea’s largest cyber security company, the firm played
a key role in its country’s national defense against major cyber
attacks against the financial and broadcasting industry. In
addition, with the high level of Internet connectedness for Korean
citizens, AhnLab has developed a great deal of experience and
expertise dealing with cyber attacks. The AhnLab Malware
Defense System (MDS) is designed to reduce the risk of a
targeted Advanced Persistent Threat (APT). AhnLab MDS is an
enterprise product combining cloud analytics with prevention for
both advanced persistent threats (APTs) and distributed denial of
service (DDOS) attacks. It does this via real-time detection of
malware and filtering of network traffic. Specifically, the AhnLab
Smart Defense (ASD) and Dynamic Content Analysis (DCA)
components monitor files for attacks that employ non-executable
files. Operationally, the malware analysis follows a progression
from signature-based analysis to other behavioral technologies,
including support from cloud intelligence and the ability to
perform many of the security functions directly in the cloud.

Website
https://www.ahnlab.com/



Ahope

(Alpha Version 0.2 — 10/13/18 — No Vendor Approval)

TAG Cyber Controls
Mobile Security, PKI Solutions, Security Consulting

Brief Overview
Ahope provides mobile security and network related products as
well as consulting.

Headquarters

1% Floor, Hotel Prince Annex, 11-8, 22gil Toegye-ro, Jung-gu,
Seoul, South Korea

Tel. +82.2.556.4801

Executives
Yeonwoo Kim serves as the CEO of Ahope. Yeonwoo graduated
from the Pohang University of Science and Technology in 2002.

History

Founded in 1996 Ahope struggled to gain traction until 2012.
From 2012 to 2015 Ahope focussed on continuing development
of their APP Shield and AUSMS products as well as expanding
their business globally, opening an office in Tokyo in 2015. In
2016 Ahope participated in the RSA conference and has since
received notable contracts for mobile security and consulting.

Products and Services

App Shields: Ahope uses code obfuscation, encryption, and other
various techniques in the attempy to prevent reverse engineering
on mobile apps. The product claims to react in real time and
detect and prevent an app from running in vulnerable
environments.

Smart Wifi: This product enables the use of Wifi and #G/LTE at
the same time to provide better service quality.

AUSMS: (Ahope unified security management system) provides
information on the security status and data flows of clients
connected to a server.

Website
https://www.ahope.net/

Airbus Defence/Space

(Alpha Version 0.2 — 07/31/18 —No Vendor Approval)

TAG Cyber Controls
Information Assurance

Brief Overview

Airbus Defence and Space includes a communication,
intelligence, and security division, which provides cyber
security/information assurance-related services.

Headquarters

Airbus Group

4, rue du Groupe d’Or
BP 90112

Blagnac Cedex, 31703
France

Executives

Dirk Hoke serves as CEO of the Airbus Group.

Francois Lavaste serves as Head of CyberSecurity for Airbus
Defence and Space

History

Airbus has evolved since 1974 with the development of the A300
wide body jet into a large multinational corporation employing
63,000 people. The Cassidian Group, formerly part of the EADS
Group, was focused in areas related to cyber security, and was
consolidated in 2014, along with the other Defense and Spaces
businesses in EADS, into the Airbus Defence and Space Group.
The EADS Group was also renamed the Airbus Group.

Key Competitors
Boeing, Lockheed Martin

Products and Services

Airbus serves the aerospace industry, including providing aircraft
manufacturing, as well as providing Defense and space support
which includes cyber security. The Airbus Defence and Space
Communication, Intelligence, and Security group focuses
specifically with its Airbus Defence and Space CyberSecurity
Group in the following areas:

Secure Mobile Radio
Satellite

Border Security
C4ISR

Defence Systems
Cyber Security

Geo Information

Airbus also operates a separate subsidiary company called
Stormshield that provides unified threat management products
and services in Europe.

Website
https://airbusdefenceandspace.com



Akamai

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
DDOS Security, Infrastructure Security, Web Application
Firewall

Brief Overview

Akamai provides content distribution networking (CDN), DDOS,
and related security solutions for Internet-based web and
application hosting sites.

Headquarters

Akamai Technologies, Inc.
150 Broadway Cambridge MA 02142

Executives
Frank Tom Leighton, Founder and CEO of Akamai, is generally
regarded as the father of content distribution networking.

History

Jonathan Selig, Randall Kaplan, Tom Leighton, and Daniel Lewin
founded Akamai in 1998. The company enjoyed considerable
market success through the Internet dot-com era. More recently,
the company has re-emerged as a major player in cloud
computing and content distribution, with particular emphasis on
reducing cyber security risk from Internet-based attacks as part of
its acquisition of Prolexic. Akamai reported revenue of $2.52B in
2017.

Key Acquisitions

Bloxx (2015) — Web Filtering
Prolexic (2013) — DDOS security
Soha Systems (2016) -- VPN

Key Competitors
AT&T, Verizon, Verisign, Trustwave

Products and Services

Akamai utilizes content distribution networking and related
technologies as the basis for web application acceleration and
optimization, cloud security intelligence, and protection against
DDOS attacks. Akamai’s cloud security solutions are built on the
Akamai intelligent platform and are arranged as follows:

. DDOS - This is the cloud-computing platform focused on
DDOS attacks. It has been integrated with the Prolexic
carrier-agnostic network-based DDOS filtering platform
obtained in 2013.

. Cloud Security Intelligence - Uses the Kona client
reputation function and delivered via Kona Rule Set.

. Web Application Firewall - This function provides
enhanced application-level security in the cloud.

. Enhanced DNS - The eDNS solution protects primary
DNS servers from typical attacks such as cache
poisoning.

. Site Shield - This protects public-facing Websites from
DDOS attacks, which is important because Akamai’s CDN
relies on the public Internet for content updates.

Akamai focuses on integrating its cloud security solutions with
Web performance, media delivery, cloud networking, and
network operator services onto one Akamai Intelligent Platform.

Website
https://www.akamai.com/

Alert Enterprise

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Identity and Access Management, Governance, Risk, and
Compliance, Managed Security Services

Brief Overview

Alert Enterprise provides infrastructure protection through
governance, risk, and compliance (GRC) management, situational
awareness, and continuous monitoring.

Headquarters

Alert Enterprise Corporate Headquarters
4350 Starboard Drive

Fremont, California 94538

Tel: (510) 440 — 0840

Executives

Jasvir Gil, Founder and CEO of Alert Enterprise, was previously
Founder and CEO of Virsa Systems until its acquisition by SAP.
He served as an executive at SAP until 2007.

History

Alert Enterprise was founded in 2007 by the same team that
founded Virsa Systems. This includes Jasvir Gil, Kaval Kaur, and
Srini Kakkera. The company, which has received investment from
Sufi, Opus Capital, and Kleiner Perkins Caulfield & Byers, has
offices in France, India, and Singapore.

Key Competitors
RSA (Archer)

Products and Services

Alert Enterprise provides IAM, GRC, and compliance solutions
that span IT, operations, and physical access controls. Alert
Enterprise offers two main product suites:

. Enterprise Guardian - This GRC suite links SAP and
other IT applications with physical access control
systems and SCADA operational systems.

. Enterprise Sentry - This suite integrates IT security with
other infrastructure controls including physical access
control, badging systems, log management, IDPS, and
scanning.

Specitic modules within the product suites include AlertAccess
(user access lifecycle management), Alertldentity (identity store
and lifecycle management), AlertRoles (enterprise role lifecycle
management), AlertSSO, AlertAudit, and AlertPlatform.

Website
https://www.alertenterprise.com/



Alert Logic

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls

Cloud Security, Web Application Firewall, Security Information
Event Management, Governance, Risk, and Compliance,
Managed Security Services

Brief Overview

Alert Logic provides a hosted “security as a service” platform that
offers intrusion prevention, log management, and related
protections for enterprise customers.

Headquarters

Alert Logic Inc.

1776 Yorktown, Suite 150
Houston, Texas 77056
Tel: (877) 484 — 8383

Executives

Bob Lyons serves as CEO of Alert Logic. Prior to Alert Logic,
her served as President and COO of Connexions, a SaaS based
customer loyalty and engagement solutions.

History

Misha Govshteyn co-founded Alert Logic in 2002. The private
firm has since grown considerably since and has received several
rounds of funding from Draper Fisher Jurvetson, Access Venture
Partners, Covera Ventures, Mercury Fund, OCA Ventures, and
Welsh, Carson, Anderson, & Stowe. Alert Logic has an office in
Cardiff, UK.

Key Acquisitions
Critical Watch (2015) — Governance, Risk, and Compliance
Click Security (2015) — Security Analytics

Key Competitors
Imperva

Products and Services

Alert Logic offers managed security services using virtualized,
security-in-the-cloud infrastructure for enterprise customers. The
company also offers a compliance monitoring and reporting
service for businesses. As such, Alert Logic provides a range of
virtualized, “security-in-the-cloud” enterprise security products
grouped as follows:

Managed Cloud Security
Vulnerability Management
Network Threat Detection
Web Application Security
Log Correlation and Analysis

Solutions are offered through Amazon Web Services, other cloud
infrastructure, on-premise, and across hybrid infrastructure.

Website
https://www.alertlogic.com/

Alertsec

(Alpha Version 0.2 — 07/31/18 —No Vendor Approval)

TAG Cyber Controls
Data Encryption

Brief Overview
Alertsec offers full disk encryption as a cloud service to ensure
that only authorized users can access your computers.

Headquarters

Alertsec Inc.

5 Loudon Street, SW
Suite 8

Leesburg, Virginia 20175
Tel: (888) 473 — 7022

Executives
Ebba Blitz serves as CEO of Alertsec. She has served on the
Board of the company since its inception.

History

Alertsec was founded as a spin-off of Pointsec in 2005, before
Pointsec was acquired by Checkpoint two years later. The private
company has offices in the US, UK, Australia, and Sweden.

Key Competitors
Check Point, Symantec

Products and Services

Alertsec offers full disk encryption with pre-boot authorization
controls using Checkpoint’s Endpoint Security software. The
“laptop encryption as a service” solution includes media
encryption, port control, compliance checking, anti-malware,
program control, and firewall capabilities. The solution is offered
as a monthly subscription with full capability in the cloud, using
Web-based management and administration tools.

Website
https://www.alertsec.com/



AlgoSec

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Firewall Platform

Brief Overview

AlgoSec provides a suite of enterprise firewall management tools
for policy, configuration, and analysis of rules, configuration, and
design.

Headquarters

AlgoSec Inc.

65 Challenger Rd, Suite 320 Ridgefield Park, NJ 07660 USA
Tel: +1 (888) 358 - 3696

Executives

Yuval Baron, Founder and CEO of AlgoSec, was previously
founder of Actelis, a company focused on optimizing network
performance on copper links.

History

Yuval Baron and Avishal Wood co-founded AlgoSec in 2004,
with focus on providing streamlined firewall operations and
management. The company included former researchers from
Bell Laboratories. The company remains private, and has since
grown to serve over 1000 customers in 50 different countries.

Key Competitors
Tufin

Products and Services

AlgoSec streamlines and automates firewall management tasks
including policy rule submission, analysis, design, and
management. AlgoSec provides several complementary tools to
assist in the integration and proper operation of enterprise
applications with the firewall. AlgoSec uses its patented Deep
Policy Inspection (DPI) technology to provide a security
management suite for firewalls based on the following
components:

. AlgoSec Security Management Solution - Involves
combination of AlgoSec components into an integrated
platform.

. AlgoSec BusinessFlow - This component allows firewall
administrators and application owners to monitor
application connectivity status, graphically represent
and manage application flows, and troubleshoot issues
with applications traversing firewalls.

. AlgoSec FireFlow - This component automates security
policy lifecycle management and workflow to include
design, risk assessment, firewall rule implementation,
and audit.

. AlgoSec Firewall Analyzer - This component allows
administrators to streamline and automate firewall
policy and configuration information.

AlgoSec provides its suite as an appliance that can be easily
integrated into an enterprise environment.

Website
https://www.algosec.com/

Allgress

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Governance, Risk, and Compliance, Vulnerability Management

Brief Overview

Allgress provides a suite of products and solutions focused on
governance, risk, and compliance (GRC) and vulnerability
management.

Headquarters

Allgress, Inc.

111 Lindbergh Avenue
Suite F

Livermore, California 94551
Tel: (925) 408 — 2602

Executives

Gordon Shevlin, Founder and CEO of Allgress, was previously
co-founder of SiegeWorks, which was eventually acquired by
FishNet Security.

History

Gordon Shevlin and Jeff Bennett co-founded Allgress in 2008. In
2012, it reported roughly 30 employees with about $6M in
funding, primarily from its founders.

Key Competitors
RSA (Archer), ACL, Alert Enterprise

Products and Services

Allgress brings business intelligence to risk, security, and
compliance management. Allgress’ GRC product suite, which can
be run from premises or in the cloud, uses visual “heat maps” to
present compliance and vulnerability information based on
corporate “revenue centers.” The Allgress product suite can be
grouped as follows:

. Risk Analysis - The Allgress Business Risk Intelligence
Module provides a comprehensive view of security and
risk profile using heat maps and compliance reports
based on collected business intelligence and metrics.

. Security and Compliance Assessment - The Allgress
Security and Compliance Assessment Module supports
assessments with rich charting and visual depiction of
compliance issues and gaps.

. Vulnerability Management - The Allgress Vulnerability
Management Module provides visual depictions of key
vulnerability metrics for mission critical systems.

. Incident Management - The Allgress Incident
Management Module provides a centralized document
collection site with information gathering templates
toward a unified repository for incident response.

. Policy and Procedures - The Allgress Policy and
Procedures Module provide framework templates to
implement a comprehensive security program.

The Allgress solution is available for use on Amazon Web
Services. It is also integrated with Lumeta’s network discovery
platform.

Website
https://www.allgress.com/



AllThatSoft

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Mobile Security

Brief Overview

AllthatSoft is a global innovator that provides advanced security
solutions to enterprise network and mobile applications. The company
offers a range of solutions including TouchWallet, DefenseNet, and
AppServo which are designed to make sure that today’s enterprise
network, personal transactions and mobile life are more secure and
safer.

Headquarters

649 Mission Street, Suite #201
San Francisco, CA 94105
United States

Executives
Seoung Rag Choi serves as the CEO of AllThatSoft.

History

In 2015 AllThatSoft patented the code obfuscation technology
that would later become AppServo. Headquartered in San
Francisco, CA in the U.S., the company has global offices in Korea
and Japan, helping customers in a larger geography benefit from its
advanced solutions. Appservo was launched in February 2017.

Products and Services

AppServo is the technology that drives most of what AllThatSoft
provides. The solution utilizes self randomization, code splitting,
and self modifying to make it a sufficient solution for code
obfuscation and application security. The product is constantly
being adjusted to fit a changing market, especially in regards to
the internet of things.

Website
https://www.allthatsoft.com/

AlienVault

(Alpha Version 0.2 — 06/08/18— Vendor Approval)

TAG Cyber Controls
Security Information Event Management, Threat Intelligence,
Security Analytics

Brief Overview

AlienVault offers a unified security management platform that
leverages an open and collaborative threat-sharing model for
continuous, updated threat intelligence and analytics. Over
4,000 customers use the USM platform worldwide for threat
detection, incident response and compliance management.

Headquarters

AlienVault

1875 S. Grant Street

Suite 200

San Mateo, California 94402
Tel: (855) 425-4367

Executives
Barmak Meftah serves as President and CEO of AlienVault.
Roger Thornton serves as CTO of the company.

History

Julio Casal and Dominique Karg co-founded AlienVault in
2007. Trident Capital, Kleiner Perkins Caulfield & Byers,
Institutional Venture Partners, GGV Capital, Intel Capital,
Jackson Square Ventures, Adara Venture Partners, Top Tier
Capital, and Correlation Ventures back the privately held
company. Headquartered in San Mateo, Calif., the company
has offices in Cork, Ireland; Austin, TX and Madrid, Spain.

Key Competitors
HPE, IBM, internally developed tools

Products and Services
AlienVault has three enterprise cyber security product
offerings:

. AlienVault’s Unified Security Management (USM)
platform includes five essential security capabilities,
built-in and orchestrated through a single management
interface. USM is updated continuously with the
AlienVault Labs Threat Intelligence subscription.

° 0SSIM, AlienVault's Open Source Security Information
and Event Management (SIM) project.

. Open Threat Exchange (OTX), introduced in 2012, is the
world’s first truly open and collaborative threat
intelligence community.

AlienVault continuously updates both the USM product and
the OSSIM project with threat data collected from the Open
Threat Exchange, with more than 47,000 participants in 140
countries, who contribute over 4 million artifacts each day to
the OTX community. In addition, AlienVault continuously and
automatically updates the commercial USM product with
AlienVault Labs Threat Intelligence for targeted detection and
actionable guidance to respond to the latest threats.

Website
https://www.alienvault.com/



AllClear ID

(Alpha Version 0.2 — 08/06/18 — No Vendor Approval)

TAG Cyber Controls
Cyber Insurance, Content Protection

Brief Overview

AllClear ID provides products and services that help protect
people and their personal information from threats related to
identity theft. AllClear ID is led by technology and customer
service teams who advise companies on data breach response and
support consumers who have become victims of identity theft.

Headquarters
AllClear ID

Austin, Texas
United States

Executives
Bo Holland — Founder & CEO

History
AllClear ID was founded by Bo Holland originally as Debix in
2004. In 2012, Debix was renamed as AllClear ID.

Key Competitors
IdentityForce, InfoArmor

Products and Services

AllClear ID provides a range of services aimed at theft recovery,
cyber insurance, and information about how personal data is
being used:

. Identity Repair™ - Provides automatic access to
identity repair for all eligible customers. It provides
automatic work to recover financial losses and
restore credit reports

. AllClear Credit Monitoring™ and Identity Theft
Monitoring™ - Keep customers informed of how
your personal data is being used.

. AllClear Fraud Alerts with Credit Monitoring™ -
Provides identity protection by requiring creditors
to verify your identity before opening a new
account.

Website
https://www.allclearid.com/personal/

Allegro Software

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
ICS/1oT Security, Hardware/Embedded Security

Brief Overview

Allegro Software provides software resources to developers for
embedded devices, including solutions for embedded device
security.

Headquarters

Allegro Software Development Corporation
1740 Massachusetts Avenue

Boxborough, Massachusetts 01719

Tel: (978) 264 — 6600

Executives

Bob Van Andel, President and CEO of Allegro Software
Development Corporation, has extensive experience in diverse
applications ranging from embedded systems and
communications protocols to racetrack results monitoring and
UFO location tracking.

History

Allegro Software Development Corporation was founded in 1996
to focus on management of network devices using Internet
technologies. RomPager was its first product, which enabled
device management using Web browser interfaces. The company
has since grown, including being selected to provide
UPnP/DLNA support for Microsoft in its Media Center Extender
SDK, which led to its use in XBOX-360. The company has
offices in Massachusetts, Japan, and Korea.

Key Competitors
Intel

Products and Services

Allegro Software Development Corporation brings Internet and
Web technologies to software developers for the provision of
software resources, including management and security, for
embedded devices. The security-related products offered by
Allegro Software Development Corporation for embedded
devices include the following:

. RomPager Secure Toolkit - An embedded SSL/TLS
server

. RomWebClient Secure Toolkit - An embedded SSL/TLS
client

. RomDTLS Toolkit - An embedded DTLS client and server

. Embedded FIPS Cryptography - Supports adding FIPS-
compliant crypto

. Embedded Cryptographic Libraries - Adds additional
sophisticated crypto

. Hardware Crypto Harness - Offloads intense crypto
calculations

. RomCert Toolkit - Automated certificate management
for embedded systems

. Rom SShell Toolkit - Embedded SSH client and server

. RomRadius Toolkit - Embedded Radius client

. RomPlug DTCP and WMDRM Toolkits - Embedded link
protection

Website
https://www.allegrosoft.com/



Allot Communications

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Network Monitoring

Brief Overview

Allot Communications is a multinational with offices and
subsidiaries in many countries across the world. Allot provides
network monitoring, IP service optimization, network
monetization, and security solutions.

Headquarters

Allot Communications

22 Hanagar Street, Industrial Zone B
Hod-Hasharon, 45240

Israel

Executives
Erez Antebi serves as CEO, former CEO of Gilat Satellite
networks.

History

Founded in 1996 by Michael Shurman and Yigal Jacoby and
headquartered in Israel, the company has presence around the
world with 453 emoloyees and regional headquarters in the US
and France. The public company trades on the NASDAQ. In
2016, they reported revenue of $90.4M.

Key Acquisitions
Optenet (2015)

Oversi Networks (2012)
Ortiva Wireless (2012)
Esphion (2008)
NetReality (2002)

Key Competitors
APCON, Blue Coat, Akamai

Products and Services

Allot Communications provides network monitoring,
optimization, and related solutions for ISPs including security
support in the following areas:

Web Security

Network Security

Network and User Analytics
Traffic Management
Anomaly Detection

Traffic Detection

Allot solutions are designed for service providers, as well as
cloud and enterprise.

Website
https://www.allot.com/

Allstream

(Alpha Version 0.2 — 07/31/18 — No Vendor Approval)

TAG Cyber Controls
Managed Security Services

Brief Overview

Allstream is a Canadian telecommunications company offering a
range of voice, IP, and unified communications, including
managed security services.

Headquarters

Allstream Head Office

200 Wellington Street West, Suite 1400
Toronto, Ontario M5V 3G2

Tel: (416) 345 —2000

Executives
Michael Strople serves as President of Allstream.
Ray Lahoud serves as COO of Allstream.

History

Tracing its original roots back to 1967, Allstream was formed
from a division of MTS Allstream into MTS Inc. and Allstream in
2012. The company is headquartered in Toronto with offices
across Ontario, Quebec, British Columbia, Alberta, New
Brunswick, and Nova Scotia. In 2016, Allstream became part of
Zayo Group, and in 2017 Zayo acquired Electric
Lightwave/Integra Telecom.

Key Competitors
Rogers, Bell Canada

Products and Services
The managed security services offered by Allstream include the
following capabilities:

. Managed Security - Includes network IPS, firewall
management, log monitoring, vulnerability management,
SIM on-demand, host IPS, log retention, WAF, and Web
app scanning services.

. Threat Intelligence - Includes vulnerability feeds,
advisory feeds, threat feeds, live intelligence briefings,
Microsoft updates, weekly threat summaries, emerging
threat tips, malware analysis, and attacker databases.

. Security and Risk Consulting - Includes compliance and
certification support, test and assessment, incident
response and forensics, program development,
architecture and implementation, and residency services

The company delivers its enterprise MSS services in close
partnership with Dell SecureWorks.

Website
https://www.allstream.com/



AlphaGuardian

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Infrastructure Security, IoT Security

Brief Overview
AlphaGuardian provides solutions for data center and
infrastructure security management.

Headquarters
AlphaGuardian

111 Deerwood, Suite 200
San Ramon, California 94583
Tel: (925) 421 - 0030

Executives

Bob Hunter, Co-founder and CEO of AlphaGuardian, was the
founder of NetBrowser Communications and TrendPoint
Systems.

History
Founded by Bob Hunter and his son Zach in 2012, the company is
headquartered in San Ramon.

Key Competitors
APC (Schneider Electric)

Products and Services

The data center and infrastructure security solution offered by
AlphaGuardian is called RackGuardian. In additional to offering
rack power analytics, rack environment analytics, and physical
security controls, the product also provides cyber security defense
features. These protections include self-learning analytics to
detect vandalism or other attempts to connect to systems.
Notifications and alarms are generated and can be provided via
mobile interfaces. The company is also offering a tool called
CyberGuardian that offers complementary capability.

Website
https://www.alphaguardian.net/

Alpine Cyber Solutions

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
VAR Security Solutions

Brief Overview

Alpine Cyber Solutions offers cyber security services, security
architecture, infrastructure engineering, and technical training for
business customers.

Headquarters

Alpine Cyber Solutions
Pottstown, Pennsylvania 19465
Tel: (484) 791 — 2971

Executives

Scott Avvento, CEO and Chief Cyber Architect of Alpine Cyber
Solutions since 2013, was previously a staff cyber architect at Si,
and also senior information assurance engineer at Lockheed
Martin.

History

Scott Avvento and Steve Pressman co-founded Alpine Cyber
Solutions in 2013. The company is headquartered in Pottstown,
Pennsylvania.

Key Competitors
GuidePoint Security

Products and Services
Alpine Cyber Solutions offers a range of cyber security
consulting solutions including the following:

Incident response

Vulnerability analysis

Virtualization, cloud, and mobility services
Staff augmentation

Security product integration

Value added resale (VAR)

The Alpine services are offered through partnerships with security
technology vendors such as Bit9, Blue Coat, Core Security,
Checkpoint, FireEye, SMS Passcode, Splunk, and VMware. The
small company focuses on business customers located from New
York to Baltimore, with emphasis on the Philadelphia market.

Website
https://www.alpinecyber.com/



Alta Associates

(Alpha Version 0.2 — 08/01/18 — No Vendor Approval)

TAG Cyber Controls
Security Recruiting

Brief Overview
Alta Associates provides executive search capabilities and
support in the area of cyber security.

Headquarters

Alta Associates

8 Bartles Corner Road #21
Flemington, New Jersey 08822
Tel: (908) 806 — 8442

Executives
Joyce Brocaglia serves as Founder, CEO, and President of Alta
Associates.

History

Joyce Brocaglia founded Alta Associates in 1986. Today Alta is one of the
most prominent boutique executive search firm specializing in Cyber
Security, IT Risk Management and Privacy. Alta has established an
unparalleled track record for placing key C-level executives and building
world-class teams in various industries throughout the US.

Key Competitors
Korn Ferry, CyberSN

Products and Services
The executive search areas of focus for Alta Associates can be
grouped into the following candidate capability areas:

. Cyber Security - Includes security operations and
engineering, forensics and investigations, and incident
response.

. Information Security - Includes CISO organizations,
business continuity, and security architecture and
strategy.

. IT Risk Management - Includes third party vendor risk,
GRC support, and IT risk.

. Specialty Searches - Includes Big Data, privacy, and
security practice leader searches

Website
https://www.altaassociates.com/

Altep

(Alpha Version 0.2 — 08/01/18 — No Vendor Approval)

TAG Cyber Controls
Digital Forensics, Data Destruction

Brief Overview

Since 1994, Altep has been assisting corporations and law firms
with complex data and discovery management initiatives. Our
primary goal is always to identify the strategies, techniques and
technologies that can save our clients time and money, allowing
them to meet discovery and compliance obligations thoroughly
and efficiently.

Headquarters
Altep Corporate Headquarters

7450 Remcon Circle
El Paso, Texas 79912
Tel: (915) 533 — 8722

Executives
Roger Miller serves as President and CEO of Altep.

History

Founded in 1994, the company is headquartered in El Paso with
presence in Dallas, Phoenix, Seattle, Atlanta, Palm Beach
Gardens, Red Bank, Bentonville, Houston, Chicago, Palo Alto,
San Francisco, Dublin, and London. In 2017, Altep joined the
Advanced Discovery family of companies.

Key Competitors
TCS Forensics, LIFARS

Products and Services

In addition to legal and discovery oriented digital forensic
services, Altep also provides a range of cyber security consulting
services that can be grouped as follows:

Computer system security analysis
Penetration Testing

Incident Investigation and Breach Notification
Data Destruction

Data De-identification

Website
https://www.altep.com/



Alus Outsourcing

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
VAR Security Solutions

Brief Overview
Alus Outsourcing provides value added reseller (VAR) security
solutions to customers in Brazil.

Headquarters

Alus Outsourcing

Rua Major Quedinho 11, Conj 808
Cep: 01050-030

Centro Sao Paolo,

Brazil

Tel: +55 (11) 3256 4433
alus@alus.com.br

Executives
No information is available on management.

History
The company is headquartered in Sao Paulo, Brazil.

Key Competitors
Optiv

Products and Services

In addition to its range of IT and outsourcing services, Alus
Outsourcing also offers information security solutions including
firewalls, UTM, and Anti-Virus products. The company offers
outsourcing, security monitoring, penetration testing, and related
value added security solutions for enterprise and global customers
located in Brazil and the surrounding region. Partners include
CheckPoint, Core Security, EgoSecure, Microsoft, Stonesoft,
Cyberoam, Kaspersky, and Google.

Website
https://www.alus.com.br/

Alvea Services

(Alpha Version 0.2 — 08/01/18 — No Vendor Approval)

TAG Cyber Controls
VAR Security Solutions

Brief Overview

ALVEA Services is a service aggregator offering a
comprehensive portfolio of Managed IT Security and Cloud based
computing solutions. All services are delivered through one easy-
to-use platform, and are fully backed by best-of-breed technology
and our ALVEA specialists.

Headquarters

ALVEA Services

Suffolk House

Fordham Road
Newmarket

Suffolk

CB8 7AA

Tel: +44 (0) 1638 569 889

Executives
Stephan Link serves as Founder and CEO of
COMPUTERLIINKS.

History

The company was launched in 2010 within the
COMPUTERLINKS group to meet the growing market demands
for security. ALVEA Services is headquartered in Suffolk in the
UK.

Key Competitors
Accumuli

Products and Services

ALVEA Services provides a range of aggregated IT managed
security solutions for business customers. ALVEA’s portfolio of
premise and cloud-based security services can be grouped as
follows:

. Anti-Virus - Centrally managed Anti-Virus solution for
PCs, mobile devices, and MACs.

. Authentication - Involves provision of a multi-factor
Identity-as-a-Service (Iaas) solution

. Cloud Attached Storage - Shared storage, data
protection, and collaboration support

. Cloud Based Infrastructure - Provides tools to provision
all or part of an IT infrastructure into the cloud

. DNS Managed Service - Offers DNS support, security,
and infrastructure for business

. Managed Content and Application Delivery - Include
Web traffic filtering, local caching, and other services

. Managed Network Security - Includes managed firewall,
IDPS, VPN, Web filtering, and other services.

. Satellite Broadband - Uses HYLAS 1 satellite to provide
Internet connectivity across the UK and Ireland

The company has a close relationship with Flexiant, delivering
cloud orchestration solutions together.

Website
http://www.integrityscotland.convalvea-services/info_14.html



Aman Information
Security

(Alpha Version 0.2 — 08/01/18 — No Vendor Approval)

TAG Cyber Controls
VAR Security Solutions

Brief Overview

Aman Information Systems is a premier IT Solutions company
founded in the year 1985 and established its operations in Jordan
during 1998.We provide premier management, technical and
professional services in the fields of Information Technology and
Security Systems to help clients successfully manage complex
businesses,projects and facilities keeping in mind the advances in
technology and adapting it to the requirements of the clients.

Headquarters

Aman Information Security
6-C, Al-Kuwari Building
Al-Sadd Street

P.O. Box 200245

Doha — Qatar

Tel: +974 44424111

Executives
Nashiet Aloudeh serves as General Manager of Aman
Information Security.

History
The company is headquartered in Qatar and is 100% owned and
operated by Qatari staff.

Key Competitors
Optiv

Products and Services
Aman Information Security provides a range of value added
security consulting services that can be grouped as follows:

. Professional Security Services - Includes ISO 27001,
penetration testing, and training

. Technology Security Solutions - Includes multi-factor
authentication, secure USB, and surveillance systems

. IT Solutions - Includes unified communications

The company maintains partnerships with security companies
such as Sophos, Avaya, imation, Redseal, Infowatch, Cisco,
Splunk, SafeNet, NetApp, Samsung, Silver Peak, Positive
Technologies, and Huawei.

Website
http://www.aman-me.com/

Amazon Web Services

(Alpha Version 0.2 — 08/01/18 — No Vendor Approval)

TAG Cyber Controls
Cloud Security, Infrastructure Security, Secure File Sharing,
Content Protection, Identity and Access Management

Brief Overview

Amazon Web Services (AWS) offers a range of cloud services,
including virtualized security products arranged as a marketplace
for users of AWS services.

Headquarters

Amazon.com

1200 12" Avenue, South, Ste. 1200
Seattle, Washington 98144

Tel: (206) 266 — 1000

Executives
Jeff Bezos serves as Founder and CEO of Amazon.com.

History

In 2003, Chris Pinkham and Benjamin Black presented a paper
describing Amazon’s vision for Web services. Within four years,
180,000 developers had signed up to use AWS virtual services.

Key Competitors
IBM, Microsoft, Box, Dropbox

Products and Services

Amazon Web Services (AWS) solutions in the area of cyber
security involve providing virtual protections for AWS services
and users. To this end, AWS provides a range of virtual services
for compute (including EC2), networking, CDN, storage,
database, deployment, management, and application services.
Specitic AWS services focused on security include the following:

. Amazon Identity and Access Management (IAM) -
Provides an authentication infrastructure for users of
AWS services.

. CloudWatch - Provides a management and monitoring
service for users of the AWS suite.

The security marketplace available on AWS provides the most
power for users. A rich set of vendors including Ping Identity,
Splunk, Sumo Logic, Tenable, Porticor, Dome9, Check Point
Software, Sophos, CloudCheckr, Alert Logic, Tinfoil Security,
Trend Micro, Deep Security, and many others. These products are
offered as virtual software packages that can be embedded in the
AWS cloud environment.

Website
https://aws.amazon.com/



Amgine Securus

(Alpha Version 0.2 — 08/01/18 — No Vendor Approval)

TAG Cyber Controls
Threat Intelligence, Digital Forensics

Brief Overview

Amgine Securus offers products and services to help security
teams respond to threats both with tools to help secure your
network as well as to provide enhanced security training.

Headquarters
SF, 13, Jeongui-ro 8-gil, Songpa-gu, Seoul, Korea
Tel: +82-70-8859-7103

Executives
Cho, Ryang Hyun serves as the CEO.

History

Since 2013 Amgine has been acquiring prizes, certifications, and
nominations including being nominated as a cyber security leader
by Cyber Defense Magazine in 2016.

Products and Services

. Threatshift - a unified system designed to improve
a user’s ability to respond to APTs

. Trapwall - intrusion detection and network
forensic

. Trapnet - integrated honeynet appliance
technology to spy out the purpose of intrusion and
analyze inducement of actual attacks with relation
to the hacking attempt

. ForeTarget - multi-dimensional view for
proactivity

. ASTA - innovative platform for advanced security
training academy

. iStrings - multilingual string extraction and
analysis solution

. whoiser - cybercrime resource search system

Website
http://www.amgine.co.kr/en/company-2

AnchorFree

(Alpha Version 0.2 — 10/20/18 — Vendor Approval)

TAG Cyber Controls
VPN/Secure Access

Brief Overview
AnchorFree provides a virtual private network (VPN) for secure
web browsing, especially in public WiFi hotspots.

Headquarters

AnchorFree

155 Constitution Dr Menlo Park, CA 94025
Tel: (408) 744 — 1002

Executives

David Gorodyansky, Founder and CEO of AnchorFree, was
recently featured in Forbes magazine as one of its most promising
CEOs under the age of 35.

History

David Gorodyansky founded AnchorFree in 2005. The company
has received several rounds of funding, with a total of $63
million, from Goldman Sachs and many prominent angel
investors including Ester Dyson, Bert Roberts (former MCI
Chairman), and Doug Maine (former IBM CFO).

Key Competitors
Anonymizer

Products and Services

AnchorFree’s Hotspot Shield is the world’s most popular app for
safe browsing. It uses a proprietary VPN technology to secure all
Internet communications, protect the users’ identity online, and
provide universal access to all Internet content. AnchorFree offers
its Hotspot Shield VPN solution as a free download supported by
advertisements and also as a paid subscription solution without
ads. The Hotspot Shield product provides users with the ability to
access all sites globally, while maintaining security and privacy.
It is available for iOS, Android, Windows and Mac. The product
runs by default in an “always on” mode so that every request
from an Internet-connected app or browser will use the
AnchorFree VPN. The company claimed over 500 million
downloads by January 2017.

Website
https://www.anchorfree.com/



Anodot

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Security Analytics, Network Monitoring

Brief Overview

Anodot provides a real time analytics and automated anomaly
detection system that discovers outliers in vast amounts of data
and turns them into valuable business insights. Analyzing the
massive quantity of metrics generated by today’s businesses —
manually or with traditional business intelligence tools — takes
time and expertise. Using patented machine learning algorithms,
Anodot isolates issues and correlates them across multiple
parameters in real time, eliminating business insight latency and
supporting rapid business decisions through its uncovered
insights.

Headquarters
Anodot

13 HaSadna St
Ra’anana, Israel

Executives

David Drai — Founder & CEO

Ira Cohen — Founder & Chief Data Scientist
Shay Lang — Founder & VP R&D

History

Headquartered in Ra’anana, Israel, Anodot was founded in 2014
by David Drai, Ira Cohen, and Shay Lang. Anodot has received
$27.5M in total funding from Disruptive Investments, Aleph
Venture Capital, and Redline Capital.

Key Competitors
James (CrowdProcess), Optimove, Element Analytics, TROVE

Products and Services

Automated Anomaly Detection uses patented machine learning
algorithms, Anodot crunches time series data to determine its
normal range. From then on, it flags any and all anomalies,
assigning them a significance score, an automatic assessment of
how important an anomaly is based on how “off” the data is, and
for how long a period of time. Anomalies are delivered right to
your favorite application with extensive built-in alerting tools.
Alerts are automatically grouped so that when there are multiple,
related anomalies, a single, unified alert allows you to investigate
the phenomenon at once.

Website
https://www.anodot.com/

Anomali

(Alpha Version 0.2 — 08/01/18— No Vendor Approval)

TAG Cyber Controls
Threat Intelligence, Security Analytics

Brief Overview

Anomali, formerly Threat Stream, provides a threat intelligence
platform that translates multi-source acquisition to actionable
operations.

Headquarters

Anomali

808 Winslow St

Redwood City, California 94063
Tel: (844) 4-THREATS

Executives
Hugh Njemanze, CEO of Anomali, previously co-founded
ArcSight.

History

Founded by Greg Martin in 2013, the company has raised $26.3M
in three rounds of funding from Google Ventures, Paladin Capital
Group, Tom Reilly, Hugh Njemanze, General Catalyst Group,
and Institutional Venture Partners. Threat Stream changed its
name to Anomali in 2016.

Key Competitors
RSA

Products and Services
. ThreatStream - Operationalizes threat intelligence,
automating collection and integration, and enabling
security teams to analyze and respond to threats
. Anomali Enterprise - Tracks millions of threat
indicators to identify active attacks in real-time. AE
evaluates newly identified threat indicators to
discover any existing exposures
. STAXX - Gives free, easy ways to subscribe to any
STIX/TAXII feed, export indicators, and upload and
share indicators
. Limo - Stay up to date on the latest threats with
Limo, a free collection of threat intelligence feeds
curated and managed by the Anomali Intelligence
Acquisiton Team
Website
https://www.anomali.com/



Anonymizer

(Alpha Version 0.2 — 08/02/18— No Vendor Approval)

TAG Cyber Controls
VPN/Secure Access

Brief Overview
Anonymizer provides personal VPN service for keeping on-line
Internet access private.

Headquarters

Anonymizer Inc.

9276 Scranton Road, #600
San Diego, California 92121
Tel: (800) 921 —2414

Executives
Lance Cottrell, Founder and President of Anonymizer, was the
original author of the Mixmaster anonymous remailer.

History

Lance Cottrell founded Anonymizer in 1995 naming his company
originally Infonex Internet. The name was changed to
Anonymizer in 1997. Abraxas Corporation acquired Anonymizer
in 2008; Cubic acquired the company in 2010 for $124 million,
Ntrepid acquired Anonymizer in 2010.

Key Competitors
AnchorFree

Products and Services

Anonymizer provides privacy for on-line browsing and Internet
access, especially in public WiFi hotspots. Anonymizer’s
personal VPN service, Anonymizer Universal, provides
connectivity with unlimited bandwidth, secure WiFi access,
anonymous Web browsing, on-line content access without
censorship, and IP address masking via a random IP address
between users and the Anonymizer servers. The product works on
Windows, Mac, Android, and Linux. Anonymizer Universal. A
business solution for anonymity, Ntrepid ION Collection
Solutions, is provided through Ntrepid, a sister company of
Anonymizer.

Website
https://www.anonymizer.com/

Anonyome Labs

(Alpha Version 0.2 — 08/09/18 — No Vendor Approval)

TAG Cyber Controls
Web Fraud Prevention, Data Leakage Prevention

Brief Overview

Anonyome Labs is a privacy and anonymity company that creates
fake online profiles for users, allowing them to browse, search,
shop, and socialize anonymously.

Headquarters

Anonyome Labs

10 West 100 South, Ste 750
Salt Lake City, UT 84101

Executives
Steve Shillingford serves as the founder and CEO of Anonyome
Labs.

History

Anonyome Labs was founded in 2014 and based in Salt Lake
City, Utah in an attempt to prevent the acquisition of information
from data miners, profilers, and hackers.

Key Competitors
Intertek, Total Security Solutions

Products and Services

Anonyome Labs offers the ability to create temporary or
permanent anonymous profiles online, including information such
as custom phone numbers, email addresses and digital debit cards,
so that users do not have to give away their personal information.

Website
https://anonyome.com/



Antiy Labs

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Anti-Malware Tools

Brief Overview
Antiy Labs provides an anti-virus SDK engine and next-
generation anti-virus services for PC and mobile malware.

Headquarters
Antiy Labs
P.O. Box 898
Harbin, 150001
China

Executives

Xinguang Xiao serves as Chief Architect at Antiy Labs, and is a
member of the Information Security Committee of the Internet
Society of China.

History
Antiy Labs was founded in 2000. The Chinese company is one of
the first anti-virus solution companies in the world.

Key Competitors
Kaspersky

Products and Services

Antiy Labs provides a next-generation anti-virus engine toolkits
for solution providers to combat malware on PCs and mobile
devices. The Antiy Labs anti-virus engine solution (including its
Ghostbuster solution) offerings is available in a professional for-
pay version as well as in free download, and can be grouped as
follows:

. AVL SDK for Mobile - Offers anti-virus solutions for
mobile security products or services.

. AVL SDK for Network - Offers anti-virus capability for
network devices include firewalls, UTM systems, routers,
and so on.

. Supporting Services - Antiy Labs offers a range of open
malware cloud detection, backend automatic malware
analysis, and other services.

Website
https://www.antiy.net/

ANX

Acquired by OpenText
(Alpha Version 0.2 — 08/01/18 — No Vendor Approval)

TAG Cyber Controls
Security Consulting, PCI DSS/Compliance, Secure File Sharing

Brief Overview
ANX provides a range of managed compliance and collaboration
services including PCI DSS compliance and secure connectivity.

Headquarters

ANX

2000 Town Center, Suite 2050
Southfield, Michigan 48075
Tel: (877) 488 — 8269

Executives
Mark L Barrenechea serves as President and CEO of ANX.

History

Founded in 1999, the company is headquartered near Detroit and
helps business secure and exchange information and be compliant
in the automotive, retail, and healthcare sectors. ANX was
acquired by ONX in 2016, and now operates as OpenText ANX.

Key Acquisitions
S2S Communications — 2010
Positive Networks (VPN Division) — 2009

Key Competitors
Trustwave

Products and Services
The range of managed compliance and collaboration services
offered by ANX includes the following:

PCI Compliance

HIPAA Compliance

Secure Connectivity

CAD/PLM Support & Software

EDI Managed Services

Secure Health Information Exchange
Supply Chain Collaboration
Transaction Delivery

Website
https://www.anx.com/



Aon

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Cyber Insurance, Security Consulting

Brief Overview
Aon provides risk management and insurance brokerage services,
including cyber insurance.

Headquarters

Aon Global Headquarters
The Aon Centre

The Leadenhall Building
122 Leadenhall Street
London

England

Executives
Gregory Case serves as President and CEO of Aon.
Anthony Belfiore serves as CISO of Aon.

History

Aon was created in 1982 when Ryan Insurance Group merged
with the Combined Insurance Company of America. Aon has
72,000 employees working in more than 120 countries. The
company trades on the NYSE.

Key Competitors
Marsh

Products and Services
Aon provides products and services in the following categories:

. Risk Solutions - Incudes various types of business
insurance and assessment, including cyber risk
insurance.

. Reinsurance - Includes analytics and related business
risk services.

. Human Resources - Supports a variety of HR services for
business.

Website
https://www.aon.com/

APCON

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Network Monitoring

Brief Overview
APCON provides network-monitoring solutions for data center
security and optimization.

Headquarters

APCON

9255 SW Pioneer Court
Wilsonville, Oregon 97070
Tel: (503) 682 —4050

Executives
Richard Rauch serves as Founder, President, and CEO of
APCON.

History
Founded in 1993 by Richard Rauch, the company has grown to
support customers in forty different countries.

Key Competitors
SolarWinds

Products and Services
APCON provides a range of network monitoring solutions in the
following areas:

Network Monitoring Switch
Taps and Bypass Switches
Monitoring Software
Monitoring Technology

These hardware and software solutions are designed to provide
insights into live network traffic for the purposes of visibility,
troubleshooting, assurance, security, and compliance.

Website

https://www.apcon.com/



Appdome

(Alpha Version 0.2 — 08/15/18 — No Vendor Approval)

TAG Cyber Controls
Mobile Security, Security Analytics, Identity and Access Mgmt

Brief Overview

Appdome is a mobile service company that implements mobile
service SDK’s or API’s to mobile applications without adding
code to the application.

Headquarters

Appdome

3 Twin Dolphin Drive, Suite 375
Redwood City, CA 94065

Tel: (650) 567-6100

Executives
Tom Tovar serves as a board member and the CEO of Appdome.

History
Appdome was created with the mission to make mobile app
integration easy.

Key Competitors
Ziperium, Pulse Secure, Skycure

Products and Services

Appdome combines existing Android or iOS applications with
selected SDK’s and API’s. The existing application can be built in
any framework, does not modify the existing application, and
does not require the source code. The available categories of
SDK’s and API’s include:

. Enterprise Mobility

. Mobile App Management

. Mobile Identity

. Mobile Threat Defense

. Mobile Analytics

Website
https://www.appdome.com/

Apperian an Arxan Co.

Acquired by Arxan
(Alpha Version 0.2 — 06/10/18 — No Vendor Approval)

TAG Cyber Controls
Mobile Security

Brief Overview
Apperian provides a range of mobile app management solutions
including mobile app security.

Headquarters

Apperian

321 Summer Street

Boston, Massachusetts 02210
Tel: (617) 477 — 8740

Executives
Mark Lorion now searves as president and general manager.

History

Founded in 2009, the company is headquartered in Boston.
CommonAngels Ventures, North Bridge Venture Partners &
Growth Equity, Bessemer Venture Partners, Kleiner Perkins
Caufield & Byers, iFund, LaunchCapital provided $28M in
venture funding through Series A and four venture rounds. In
total, through 2016, the company received $39.4M in six rounds
from seven investors.

Key Competitors
Mobilelron, Appthority, Mocana

Products and Services

Apperian provides a range of mobile app management solutions
including enterprise app stores, mobile app distribution, mobile
app wrapping, mobile app security, mobile app testing, mobile
enterprise integration, and mobile content management. The
security focus involves protection of mobile apps and content.
The tool provides security management policies for mobile
administrators for data encryption, copy/paste protection,
authentication, and app-level VPN support.

Website
https://www.apperian.com/



AppGuard

(Alpha Version 0.2 — 08/14/18 — No Vendor Approval)

TAG Cyber Controls
Endpoint Security

Brief Overview

AppGuard is a security software company that develops security
solutions for Windows platforms. These solutions detect attacks
at their initial stages and has a light footprint in the Endpoint
category.

Headquarters
AppGuard

14120 Parke Long Court
Suite 103

Chantilly, VA 20151
Tel: (703) 786-8884

Executives

Jon Loew serves as the CEO of AppGuard and also serves as a
board member of Blue Planet-works, the parent company of
AppGuard. Hiroshi Nakata is the CEO of Blue Planet-works.

History
AppGuard operates as a subsidiary of Blue Planet-works.

Key Competitors
Malwarebytes, Virsec Systems

Products and Services

AppGuard offers enterprise security solutions for Windows
platforms. Unlike traditional security solutions, AppGuard does
not rely on attack detection, identification, signatures, or scanning
to detect attacks, but instead uses machine learning based
“Indicator of Attack” data to predict when these attacks will
occur. This lets an enterprise easily deploy and manage this
service, and this service will not be resource heavy for systems.

Website
https://www.appguard.us/

Applied Control Solutions

(Alpha Version 0.2 — 08/02/18— No Vendor Approval)

TAG Cyber Controls
Security Consulting, Security Training

Brief Overview

Applied Control Solutions provides technical consulting, books,
and resources related to the cyber protection of industrial control,
SCADA, and related operational technology-based systems and
critical infrastructure.

Headquarters

Applied Control Solutions
joe.weiss@realtimeacs.com
Tel: (408) 253 — 7934

Executives
Joseph Weiss serves as principal of Applied Control Solutions.

History
Applied Control Solutions is Joseph Weiss’ cyber security
consulting company.

Key Competitors
SCADAhacker

Products and Services

Applied Control Solutions provides consulting, books, and word-
class resources on the protection of SCADA, industrial control
systems, and Internet of Things (IoT). Joe Weiss is one of the
world’s leading authorities in these areas with the background and
experience required to advise purveyors of many of the world’s
most critically important systems. Joe is a frequent lecturer on the
topic, and has testified numerous times in Washington to help
lawmakers better undertand this important topic. His books are
essential for anyone desiring to better understand the technical
challenges in this increasingly tough area.

Website
https://www.realtimeacs.com/



Applicure

(Alpha Version 0.2 — 08/01/18 — No Vendor Approval)

TAG Cyber Controls
Web Application Firewall, PCI DSS Compliance

Brief Overview

Applicure Technologies develops the leading multi-platform web
application security software products to protect web sites and
web applications from external and internal attacks. Built upon
years of research into hacker behavior, Applicure solutions
feature a comprehensive knowledge base to identify attacks
accurately, and stop them before they reach the website or
application.

Headquarters
Applicure Technologies
4 HaRakun Ramat Gan
Israel

Executives

David Allouch is Co-Founder and CTO of Applicure.

Yaacov Sherban was formerly CEO of Applicure, having now
become head of MobileU.

History
David Allouch and Moshe Basol co-founded in 2004. The small
private company is headquartered in Israel.

Key Competitors
Barracuda, Imperva

Products and Services

Applicure’s Web application firewall (WAF) flagship product,
dotDefender, includes the following capabilities and features for
protecting Websites from external and internal attacks:

. Enterprise class security

. Supports hosting, enterprise, and SMB

. Provides centralized management console
. Includes an Open API for integration
Website

https://www.applicure.com/

Applied Magnetics Lab

(Alpha Version 0.2 — 08/01/18 — No Vendor Approval)

TAG Cyber Controls
Data Destruction

Brief Overview
Applied Magnetics Lab provides a range of data destruction
products for hard drives and other media.

Headquarters

Applied Magnetics Lab, Inc.

401 Manor Street, York, PA 17401
Tel (717) 430-2774

Executives
Charles Castronovo serves as President of Applied Magnetics
Lab.

History
Applied Magnetics Lab was founded in 1973 and the small
company is privately held.

Key Competitors
Data Devices International, Garner Products

Products and Services

Applied Magnetics Lab focuses on providing products for data
destruction on physical media. Applied Magnetics provides data
destruction and related products grouped as follows:

AML Infostroyer 151 - destroys data from optical media

AML Infostroyer 201 - NSA-approved media destruction

Infostroyer 101 - Destruction of CDs

AML-6KG Hard Drive Destruction Kit - produces a

magnetic signal so powerful that it quickly and

completely removes data and data traces, amking

recovery of data impossible

. AML-6KG Disk Erasing Paddle - produces a magnetic
signal so powerful that completely rempves data traces
making recovery impossible

. Speak Easy - Disables microphones and

speaker/earpiece for wireless devices.

Website
https://www.appliedmagnetics.com/



Applied Risk

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
ICS/1oT Security, Penetration Testing, Security Training and
Awareness

Brief Overview

Applied Risk is focused on critical infrastructure security and
combating security breaches that pose a significant threat.
Operating on a global scale, they work with a wealth of large
organisations that rely on expertise to safeguard their critical
assets. Their proven experience of identifying vulnerabilities and
security risks is based on methodologies honed over years of
conducting assessments in industrial environments. Their
engineering experience and cyber security knowledge proves
invaluable in securing the critical infrastructures and industrial
assets of companies across the globe.

Headquarters
Applied Risk BV
Teleportboulevard 110
1043 EJ Amsterdam

Executives
Jalal Bouhdada — Founder

History

Applied Risk was founded in 2012 by Jalal Bouhdada. It offers its
services to firms in the power, pharmaceutical, oil and gas, water,
manufacturing, and chemical industries.

Key Competitors
AppSec Labs

Products and Services

Applied Risk provides a range of solutions consist of IACS
security, ICS/SCADA security assessment and penetration
testing, RVA assessment, embedded security assessment, medical
devices security assessment, and IoT security assurance:

. ICS Cyber Security Awareness Training - Provides
the security know-how to help protect businesses
against increasingly prevalent security risks and
compliance mismanagement

. Industrial Automation and Control Systems (IACS)
Security - Helps asset owners, operators and
suppliers to address the risks and challenges of
process control security and design

. ICS/SCADA Security Assessment & Penetration
Testing - Helps organisations to protect critical
infrastructure by identifying and validating known
security vulnerabilities for both public-facing and
internal resources

Applied Risk also provides Risk and Vulnerability Assessments,
Embedded Security Assessments, Medical Devices Security
Assessments, and IoT Security Assurance Services.

Website
https://applied-risk.com/

ApplyLogic

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Information Assurance

Brief Overview

ApplyLogic provides IT, network, program management, and
cyber security/information assurance services to Federal
Government customers.

Headquarters

ApplyLogic Consulting Group LLC
8300 Greensboro Drive, Suite 800
McLean, Virginia 22102

Tel: (703) 794 — 2106

Executives

J. Jetf Ramella, Founder of ApplyLogic, previously served in
technical and leaderships roles with US Courts, American
Management Systems, DHS, and TSA.

Andrew Sweet serves as Vice President of Operations and
Business Development.

History
Founded by J. Jeff Ramella in 2004, ApplyLogic is a veteran-
owned, small business, headquartered in McLean.

Key Competitors
SAIC

Products and Services

ApplyLogic offers IT, network, and program management
solutions for Federal Government customers. In addition, the
company provides cyber security solutions in the following areas:

Incident Response, Security Operations, and Forensics
Security Assessment and Policy Design

Security Infrastructure Integration

Vulnerability and Penetration Testing

Security Architecture Design

Website
https://www.applylogic.com/



AppRiver

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Email Security

Brief Overview

AppRiver provides a virtual, software-as-a-service (SaaS), cloud-
based platform for anti-Spam, hosted Exchange, email encryption,
and Web security.

Headquarters

AppRiver Headquarters
1101 Gulf Breeze Parkway
Suite 200

Gulf Breeze, Florida 32561
Tel: (850) 932 —5338

Executives
Michael Murdoch, Co-Founder and CEO of AppRiver, was
previously co-founder of WaveNet.

History

Michael Murdoch and Joel Smith co-founded AppRiver in 2002.
The private company has its headquarters in Florida, as well as
offices in Austin and Switzerland. The company claims 45,000
business customers supporting over eight million mailboxes.

Key Competitors
Clearswift, Symantec

Products and Services
The AppRiver SaaS platform is available as a virtual, cloud-based
suite, and can be grouped as follows:

. Spam and Virus Protection - The SecureTide product
filters email in the cloud for Spam and viruses in the
cloud.

. Web Protection - The SecureSurf product provides
virtual Web filtering and content protection.

. Email Encryption - The CiperPost Pro product provides
email encryption.

. Secure Hosted Exchange - Hosted email with SecureTide
integration.

. Office 365 Plus - Provides Office 365 tools

. Email Continuity Service - Always-on support for email
continuity.

. Hosted SharePoint - Provides hosted SharePoint
services.

. Migration Services - Supports users moving to AppRiver
virtual services

. DNS Hosting - Includes DDOS protection for DNS

. Email Threat Intelligence - Helps identify malicious
domains and URLs in real time.

Website
https://www.appriver.com/

AppSec Labs

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Application Security, Penetration Testing, Security Training,
ICS/IoT Security

Brief Overview
AppSec Labs provides application security services including
design, analysis, training, and assurance.

Headquarters

AppSec Labs

Maanit St 10

Kfar Saba, 44288

Israel

Tel: +972 (0)9-7485005
info@AppSec-Labs.com

Executives
Erez Metula, head of AppSec Labs, is author of the book,
“Managed Code Rootkits.”

History
Erez Metula founded AppSec Labs in 2010. The small private
company is headquartered in Israel.

Key Competitors
Cigital, NCC Group

Products and Services
AppSec Labs provides a range of expert application security
services including the following:

Application Security Training

Application Code Review

Penetration Testing

Compliance Testing

Application Security Training

Mobile Security Including Penetration Testing
SDLC Consulting

PCI Compliance

The company also provides application security tools including
AppUse, CORS tester, and iNalyzer.

Website
https://www.appsec-labs.com/



Appthority

(Alpha Version 0.2 — 09/06/18 — Vendor Approval)

TAG Cyber Controls
Mobile Security, Application Security

Brief Overview

Appthority provides enterprise mobile threat protection,
combining deep threat intelligence, tailored risk assessment and
remediation, and integration with enterprise security ecosystems.

Headquarters

Appthority

535 Mission Street, 20" Floor
San Francisco, California 94105
Tel: (855) 346 — SAFE

Executives
Anne Bonaparte serves as CEO of Appthority.
Domingo Guerra serves as Co-Founder and President

History

Anthony Bettini, Domingo Guerra, and Kevin Watkins co-
founded Appthority in 2011. The small, private company received
Series A funding in 2012 from Venrock and US Venture Partners.
Through mid-2016, the company has received a total of $27.25M
in funding through two rounds, adding Trident Capital and Blue
Coat in the B round. Headquartered in San Francisco, Appthority
has sales offices in Washington D.C, and London.

Key Competitors
Checkpoint, Lookout

Products and Services

Appthority helps organizations ensure mobile security in an era of
BYOD and IT consumerization. It does so by delivering
automated and scalable threat defense and app reputation
analysis, app security testing, device risk analysis, mobile threat
assessment, and compliance management. Malicious and risky
app behaviors are detected through static analysis of the binary
code and dynamic behavioral analysis via code emulation or
execution. The Appthority solution integrates with major EMMs
including AirWatch and Mobilelron. The Appthority on-device
mobile agents for i0S and Android provide proactive threat
detection, expedited device remediation, and employee self-
remediation options. The service is offered via a cloud-based
platform that supports Android and iOS devices and leverages our
database of over 4 million analyzed public and private apps.

Website
https://www.appthority.com/

Aqua Security

(Alpha Version 0.2 — 07/29/18 — Vendor Approval)

TAG Cyber Controls
Cloud Security, Application Security

Brief Overview
Aqua Security focuses on providing protection for virtual
environments such as Docker.

Headquarters

Aqua Security Software Ltd.
20 Menachem Begin Rd.
Ramat Gan, Israel 52700

Tel: +972-3-688-8799

Executives

Dror Davidoff serves as the CEO. He has more than 20 years
experience in management, marketing, and business development
in the enterprise software space.

History

The company was founded when a group of IT Security veterans
from companies such as Intel, CA Technologies, and Imperva
recognized a growing opportunity as containerized, virtual
envirionments became more and more prevalent.

Key Competitors
Twistlock

Products and Services

The Aqua Security Container Security Platform is broken up into
three main components. The Aqua Command Center sits in your
network to help manage al of your container environments. The
Aqua Enforcer sits inside of your container environment to
provide runtime protection and automated security. Finally Aqua
Cyber Intelligence uses machine learning to improve the
protection provided.

Website
https://www.aquasec.com/



ARAMA TECH

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Governance, Risk, and Compliance, Managed Security Services

Brief Overview

ARAMA TECH provides governance, risk, and compliance
(GRC) solutions including focus on security management and
process.

Headquarters
ARAMA TECH
Wildenborchlaan 13
3207 ZA Spikenisse
The Netherlands
Tel: +31 10 3401964

Executives
John Troch serves as Managing Director, Owner, and CEO of
ARAMA TECH.

History

ARAMA TECH was founded in 1999 and adopted its current
name in 2007. The private, Dutch firm is a MANAIA TECH
Company.

Key Competitors
Conversant, LockPath, TraceSecurity

Products and Services

ARAMA TECH offers GRC and security management solutions
in close cooperation and partnership with the RSA Archer team.
Specific areas of focus include:

. GRC and Information Management - Includes
centralized, automated management of GRC and
information security tied closely to the use of the RSA
Archer GRC product.

. Process and Solution Implementation - Focuses on
processes related to compliance, policy, risk
management, and security function protections.

. Security Assessment - Provides active security risk
management through assessment of architecture,
processes, networks, and applications.

. Project Management - Involves management of GRC,
security projects, and related initiatives.

Website
https://www.aramatech.com/

Arcon

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Managed Security Services, VAR Security Solutions

Brief Overview
Arcon is a managed security services provider serving enterprise
customers in Latin America.

Headquarters

Arcon

SCN Gd. 02 BI A —salas 502, 503, 504
70.712-900 Corporate Financial Center
Tel: +55 61 3329-6081

Executives
Marcelo Barcellos serves as CEO of Arcon Managed Security
Services.

History
Founded in 1995, Arcon has locations in Brazil, Rio de Janeiro,
Sao Paulo, and Belem. Vijilan Security is a spin-off from Arcon.

Key Competitors
Alestra, Telefonica, Entel

Products and Services
Arcon is a Latin American Managed Security Services Provider
offering the following enterprise services:

. Managed Security Services - Includes support from
three security operations centers

. Managed Security Monitoring - Focuses on log
management and analysis

. Value Added Resale - Delivered via technologies from
partners

Technical solutions areas included in the Arcon portfolio include
SSO, IAM, BYOD, endpoint security disk encryption, MDM,
patching, policy, vulnerability management, application security
testing, DLP, firewall, APT protection, DDOS, IPS, secure Web
gateway, and many other areas.

Website
https://www.arcon.com.br/



Arctic Wolf Networks

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Security Information Event Management, Incident Response,
Cloud Security

Brief Overview

Arctic Wolf Networks provides a concierge security-as-a-service
(SaaS) cloud-based SIEM and incident response solutions for
business customers.

Headquarters

Arctic Wolf Networks, Inc.
111 West Evelyn Avenue
Suite 115

Sunnyvale, California 94086
Tel: (888) 272 — 8429

Executives

Brian NeSmith, CEO of Arctic Wolf Networks, was formerly
CEO of CacheFlow, which eventually became Blue Coat
Systems.

History

Brian NeSmith and Kim Tremblay founded Arctic Wolf
Networks in 2012. The private company has offices in California
and Canada. Lightspeed Ventures and Redpoint Ventures provide
financial support.

Key Competitors
AlienVault, HPE ArcSight, Black Stratus, AccelOps

Products and Services

Arctic Wolf Networks focuses on providing virtual, SIEM and
incident response solutions for organizations without the
resources to build a team of security analysts. Arctic Wolf
Network’s offering is referred to as a concierge solution because
it provides live Concierge Security Engineers (CSEs) for
customers of the virtual service. The product is built on three
pillars:

. SIEM as a Service
. Concierge Security Engineers
. Actionable Security Intelligence

Arctic Wolf Networks focuses its actionable security intelligence
using behavioral analysis, threat detection, inventory, and traffic
flow analysis.

There latest product, AWN CyberSOC™, is a security operations
center is the an essential element of modern security.

Website
https://www.arcticwolf.com/

Area 1 Security

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Intrusion Detection/Prevention

Brief Overview

Area 1 Security is a start-up security focused on preemptive
defense against targeted phishing attacks based on behavioral
analysis.

Headquarters

Area 1 Security

142 Stambaugh Street

Redwood City, California 94063

Executives

Oran Falkowitz serves as Founder and CEO of Area 1 Security.
He is a former co-founder of Sqrrl. Blake Darché serves as CSO
& Co-Founder. Phil Syme serves as CTO & Co-Founder.

History

Founded by former members of NSA Oren Falkowitz, Blake
Darche, and Phil Syme in 2014, the company has received $8.0M
in venture funding from Cowboy Ventures, First Round Capital,
Kleiner Perkins Caulfield & Byers, and Allegis Capital. Ray
Rothrock from RedSeal Networks and Derek Smith from Shape
Security are also investors. Icon Ventures provided $15M in
Series B funding in 2015.

Key Competitors
Proofpoint, PhishMe

Products and Services

Area 1 Security is a stealth mode start-up focused on preemptive
detection and prevention of targeted phishing attacks based on
behavioral analytics. The proposed software-as-a-service solution
is described as collecting data from disparate places and
analyzing it to prevent phishing attacks. The solution focuses on
the delivery mechanism to make sure malware-laden email never
actually enters into an organization. The platform is billed as the
world’s first anti-phishing solution.

Website
https://www.arealsecurity.com/



Argus Cyber Security

(Alpha Version 0.2 — 08/01/18 — No Vendor Approval)

TAG Cyber Controls
IoT/ICS

Brief Overview

Argus Cyber Security is an Israeli automotive cyber security
company. They provide comprehensive solution suites to protect
connected cars and commercial vehicles against cyber-attacks.
Argus offers innovative security methods and proven computer
networking know-how with a deep understanding of automotive
best practices.

Headquarters
Argus Cyber Security
Alon Towers 1, Yigal Alon 94 St, Tel Aviv-Yafo 6789155, Israel

Executives

Offer Ben-Noon serves as Co-Founder & CEO of Argus Cyber
Security. Prior to Argus, he served as a Captain in the Israel
Defense Forces’ esteemed cyber intelligence unit 8200. Oron
Lavi serves as Co-Founder & VP R&D of Argus. Prior to Argus,
he served as Captain and a R&D team leader in the Israeli IDF
intelligence unit 8200. Yaron Galula serves as Co-Founder &
CTO at Argus. Yaron is a cyber security expert who served as
Captain and a project manager in the Israeli IDF intelligence
unit 8200.

History

Argus was founded in 2013 by ex-soldiers of Israel’s Unit 8200.
Headquartered in Tel Aviv, they employ more than 70 people in
offices in Detroit, Silicon Valley, Stuttgart, and Tokyo. Argus has
raised $30M in total from venture capitalists such as Vertex
Ventures, Magma International, and OurCrowd. In 2017, they
were purchased by Continental AG for $430M, but remain an
independent company of Continental AG’s subsidiary Elektrobit
(EB).

Key Competitors
Ancaster Group, Lotus Cars, Birchwood Garages, Federal Mogul

Products and Services
Argus provides a range of solution suites designed for the
automotive industry:

. Argus Connectivity Protection - Defends the
infotainment or telematics units by preventing
malware installation, detecting operating system
(0S) anomalies, isolating suspicious applications
and stopping attacks spreading to the in-vehicle
network

. Argus In-Vehicle Protection - Provides in-vehicle
network-wide security by detecting attacks,
suspicious activity and changes in standard in-
vehicle network behavior

. Argus ECU Protection - Reinforces select electronic
control units (ECUs) from attacks originating inside
and outside of the ECU

. Argus Lifespan Protection - Future-proofs the fleet
with an additional layer of protection

. Argus Afermarket Protection - Delivers telematics
technology providers, connectivity service
providers, fleet managers, etc. solutions that
protect cars from attacks exploiting their tech and
services

Website
https://argus-sec.com/

Armjisoft

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Content Protection

Brief Overview

Armjisoft provides a range of digital rights management (DRM)
solutions for license protection, watermarking, and related
protections.

Headquarters

Armyjisoft Digital Rights Management Systems, Inc.
15 CIiff Street

New York, New York 10038

Tel: (347) 535 — 4451

Executives
No information is available about executive management at
Armjisoft.

History
Founded in 2002, the private company is headquartered in New
York City.

Key Competitors
DRM-X

Products and Services

Armjisoft provides a digital rights management (DRM) solution
for information-based systems. The flagship Armjisoft product is
called OwnerGuard that protects Adobe Flash SWF and FLV,
Adobe PDF, Microsoft Office, AutoCAD, CHM, and MP3.
Specific capabilities include licensing protection watermarking,
USB drive binding, Active Directory integration, and automatic
deployment.

Website
https://www.armjisoft.com/



Armor

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Cloud Security, Threat Intelligence

Brief Overview
Armor provides secure cloud hosting with several layers of
enterprise-grade functional security and compliance capabilities.

Headquarters

Armor

2360 Campbell Creek Boulevard
Suite 525

Richardson, Texas 75082

Tel: (877) 262 - 3473

Executives
Mark Woodward serves as the CEO.

History

Chris Drake, current Head of Strategy and Technology for Armor,
founded Firehost in 2009. The company has roughly 200
employees serving customers from data centers in Dallas,
Phoenix, Singapore, London, and Amsterdam. The company has
received several rounds of Venture funding including a Series E
in 2014 from the Stephens Group. Firehost rebranded as Armor in
2015.

Key Competitors
Rackspace, Microsoft

Products and Services

Armor allows configuration of cloud capabilities for enterprise-
grade security. Specifically, Armor provides protection for cloud
services against the most common cyber attacks such as SQL
injections, cross site scripting, directory traversal, and other
attacks. It does so through layered security including physical,
perimeter, network, server, application, and administrative
protections. The company offers cloud solutions that are
compliant with HIPAA via HITRUST, PCI DSS Level 1, SSAE
16, and ISO 27001 certifications.

Website
https://www.armor.com/

Aruvio

(Alpha Version 0.2 — 10/23/18 — Vendor Approval)

TAG Cyber Controls
Governance, Risk, and Compliance

Brief Overview
Aruvio provides an enterprise governance, risk, and compliance
(GRC) platform on the Salesforce cloud.

Headquarters

Aruvio, Inc.

2040 Martin Ave

Santa Clara, CA 95050

Tel: (855)927- 8846

Executives

Palaniswamy “Raj” Rajan, Chairman of Aruvio, was previously
founder of Vigilar.

Rajesh Unadkat now serves as CEO, former leader at AOL.

History

Founded in 2006, Aruvio was acquired by Virima Technologies
in 2013. Aruvio is headquartered in Santa Clara, CA with offices
in Santa Clara and India.

Key Competitors
RSA (Archer)

Products and Services
Aruvio provides a cloud-based governance, risk, and compliance
(GRC) solution that includes the following capabilities:

. Risk Management - Includes policy, third-party,
controls, compliance, and incident management

. SaaS Deployment - No hardware required for
deployment into the Aruvio platform, hosted in the
Salesforce cloud

. Streamlined Workflow - includes a Unified Compliance
Framework Browser and a Standards Comparison Tool

Website
https://www.aruvio.com/



Arxan

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Application Security, Mobile Security, Content Protection

Brief Overview

Arxan Technologies provides run-time application protection
solutions against tampering, reverse engineering, malware
insertion, and piracy on mobile, desktop, server, and embedded
platforms. Arxan solutions are used to protect applications across
a range of industries, including: Mobile Payments & Banking,
Automotive 10T, Healthcare 10T, Gaming, DRM, and High-Tech.
Arxan's security products are used to protect the confidentiality of
applications, which can be breached by reverse-engineering, code
analysis and other means, and the integrity of applications that
can be compromised through code modification, malware
insertion and other types of attacks.

Headquarters

Arxan Technologies Headquarters
650 California St

Suite 2750

San Francisco, CA 94108

Tel: (301) 968 — 4290

Executives
Joe Sander was appointed CEO of Arxan Technologies in 2015.

History

Mikhail Atallah and Hoi Chang co-founded Arxan Technologies
in 2001 with an initial focus on defense anti-tamper solutions.
The company sold its defense technology unit to Microsemi in
2010. TA Associates, EDF Ventures, Paladin Capital Group,
Legend Ventures, and Trident Capital provided Venture and
Series C rounds of funding for the company. Arxan is
headquartered in Maryland with offices in the UK and Japan.

Key Competitors
Lookout, Pulse Secure

Products and Services

Arxan Technologies focuses on providing technology solutions to
protect against tampering, reverse engineering, malware insertion,
and piracy on mobile, desktop, server, and embedded platforms.
Specifically, Arxan Technologies offers a Mobile Application
Integrity Protection Suite for mobile platforms, as well as
comparable suite offerings for desktop, server, and embedded
systems. These suites consist of the following component
software products:

. GuardIT - Secures Windows, Linux, Java, and Mac
desktop and server applications.

. EnsurelT - Protects mobile applications and embedded
code with support for Android and iOS.

. TransformlIT - Secures cryptographic keys.

. BindIT - Provides enhanced software piracy protection.

The Arxan products are embedded into application binary code to
provide the security, piracy, and tamper resistance functions. The
company also offers professional services in the area of security
deployment to software.

Website
https://www.arxan.com/

Ascentor

(Alpha Version 0.2 — 08/02/18 — No Vendor Approval)

TAG Cyber Controls
Security Consulting

Brief Overview
Ascentor provides information risk management (IRM)
consulting services for business and government customers.

Headquarters

Ascentor Ltd

5 Wheatstone Court, Davy Way
Waterwells Business Park,
Quedgeley, Gloucester,
Gloucestershire, GL2 2AQ

Tel: 01452 881712

Executives

Dave James, Managing Director of Ascentor, has been providing
IRM consultancy to commercial and government customers since
2004.

History

Dave James, Paddy Keating, and Steve Maddison founded
Ascentor in 2004. The company is based in the UK and is a
member of the Malvern Cyber Security cluster.

Key Competitors
Assure Technical, PA Consulting Group, Portcullis

Products and Services

Ascentor provides IRM security consultancy for businesses in the
area of information risk health checks, IRM assessment for
enterprise and projects, IRM standards, and IRM awareness for
executives. The company provides consultancy for public sector
customers in the areas of cyber and IA for central government, IA
for wider pubic sector, public services network projects, and IRM
awareness for public sector employees. The company provides
consultancy for government suppliers in the areas of IRM for
government suppliers, IA consultation, accreditation support, and
IRM awareness for executives.

Website
https://www.ascentor.co.uk/



Asgard Group

(Alpha Version 0.2 — 10/19/18 — No Vendor Approval)

TAG Cyber Controls
Wireless Security, Digital Forensics

Brief Overview

Asgard Group provides a range of wireless RF-based and
communications security solutions for counterintelligence and
cyber investigations.

Headquarters

Asgard Group LLC

305 S. Andrews Avenue, Suite 505
Fort Lauderdale, Florida 